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Failsafe Surveillance 
The North Adriatic Sea Port Authority relies on March Networks 
to safeguard Port of Venice and Porto Marghera 

Critical infrastructure demands a video surveillance system 
capable of ensuring uninterrupted, failsafe operation to 
guarantee a timely response to a wide range of threats.

The North Adriatic Sea Port Authority, which is responsible for 
the operation of the Port of Venice, relies on March Networks to 
satisfy its requirement for fault tolerant video surveillance.

In 2019, the Port welcomed more than 1.6 million passengers, 
while the authority’s nearby Marghera commercial-industrial port 
provided berths for 3,363 ships carrying approximately 25 million 
tonnes of liquid, dry bulk and general cargo. 
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The Port stretches over an area of more than 2,045 hectares 
(5,053 acres), and includes more than 30 kilometres (18.6 miles) of 
quaysides and 27 terminals.

“The reliability and robustness of a video surveillance system 
and all the technological infrastructure dedicated to the security of 
the port is crucial,” said Christian D’Antiga, the authority’s head of 
IT solutions for security. “That’s why it’s so important to implement 
an appropriate level of system redundancy — in our case based 
on primary and secondary March Networks Command Recording 
Servers.”

The port is currently using two March Networks’ Command 
Recording Servers with 120 channel licenses. The servers come 
pre-installed with Microsoft Windows Operating Systems and March 
Networks’ Command Recording Software for a complete plug-and-
play VMS solution. 

“We are extremely satisfied with the performance 
of the products and the technical support 
provided by March Networks.”    

— Christian D’Antiga, head of IT solutions for security  
for the North Adriatic Sea Port Authority 
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Today all the licenses are associated to the port’s primary server. 
The port authority can switch them to the secondary server to grant 
continuous video recording in the event of a server failure. 

This server switch will happen automatically, and the system will 
also offer convenient health monitoring, once the port upgrades to 
March Networks’ latest software.  

The port’s servers are equipped with approximately 60 TB of 
storage in a RAID 5 configuration for added redundancy, noted 
Fabio Bacchin, technical manager with Gruppo Euris, the authority’s 
security systems provider and March Networks certified partner.

Bacchin said Gruppo Euris initially recommended March 
Networks because of its long-term value.  

“We provided March Networks to the Port of Venice for its value 
for money and because it is user friendly,” Bacchin said. 

Gruppo Euris S.p.A has offices in Milan, Padua, Bologna, Trieste, 
Udine and Croatia. 

The company boasts more than 30 years of experience delivering 
a wide range of IT services for the Italian and European market, and 
employs in excess of 450 skilled professionals.

Acquired in 2007, the March Networks system at the North 
Adriatic Sea Port Authority includes approximately 170 IP cameras 
— a mix of March Networks and third-party devices — providing 
security personnel with an overview of both the Port of Venice’s 
passenger facilities and the Porto Marghera, including main access 
gates on land and the entry points or gates that ships use to access 
the port. 

“We provided 
March Networks 
to the Port of 
Venice for its value 
for money and 
because it is user 
friendly.”     

— Fabio Bacchin,  
technical manager, Gruppo Euris
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Video is monitored 24/7 in a central control room with camera 
views displayed on a video wall with eight overhead monitors and 
several desktop clients.

Security guards at the gates providing access to the port are also 
able to keep an eye on pedestrian and vehicular traffic entering and 
exiting the facility.

Unauthorized access, vandalism and theft are among the risks 
the authority is able to manage using the March Networks system.

“The system has also been very useful in helping Italian authorities 
investigate cases of damaged goods,” D’Antiga said. 

He particularly appreciates the usability of Command. 
“The main advantages of the March Networks Command solution 

are its scalability and flexibility,” noted D’Antiga. “The system is also 
very easy to use and manage, and has an intuitive user interface that 
allows us to easily configure the system and manage user accounts.”

“We are extremely satisfied with the performance of the 
products and the technical support provided by March Networks, 
both for the management of the current system, and for the initial 
design of the next upgrades,” he added. 

Cristiano Ercolani, Gruppo Euris’ business unit director, also gives 
March Networks credit for the reliability of its technology and its 
ability to seamlessly integrate with third-party cameras. 
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the challenge
The North Adriatic Sea Port Authority needed a fail-
safe video surveillance system to safeguard its critical 
infrastructure, which includes the busy Port of Venice 
and nearby Porto Marghera. 

the solution
The port is currently using two March Networks’ 
Command Recording Servers with 120 channel 
licenses as well as a mix of March Networks and 
third-party cameras. The port’s Command servers are 
equipped with approximately 60 TB of storage in a 
RAID 5 configuration for added redundancy.     

the result
The port enjoys high-quality, uninterrupted video 
surveillance coverage. It can easily switch between 
its primary and secondary Command servers to 
ensure continuous video recording in the event of 
a server failure. Video is monitored 24/7 and helps 
security personnel investigate theft, vandalism and 
unauthorized access to the area. 
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