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Chapter 1

Welcome to the Evidence Vault

The March Networks® Evidence Vault is a cloud-based application that allows you to store and
share evidence in a central location while monitoring and controlling access.

Users can upload and download video and image files to the cloud, accessed through the Evidence
Vault web interface.

This chapter contains the following topics:

*  "Overview"” on page 6

+ "Default User Groups” on page 7

*  "Accessing the Evidence Vault” on page 8

+ "Accessing Help Information” on page 12

* "Checking Basic Account Information” on page 15
* "Changing your Account Password” on page 16

March Networks Evidence Vault User Guide 5



Welcome to the Evidence Vault

Overview

Using the Evidence Vault, investigator users can easily save video and images to share with
external users such as law enforcement officers or insurance operatives. External users can log in to
the Evidence Vault through an Internet browser and are able to access only the specific video and/
or images intended for them.

If you have the Command Client application, you can save video and images directly from
Command Client into the Evidence Vault.

This guide describes how to use the Evidence Vault interface.

John Smith @

Evidence Vault

B File Name 3 - Owner 5 ¥ CreatedOn 3
B8 Cace 20210520.cme CME 526.7 KB Anne Smith Sep 23, 22 02:00:26 pm
! EntranceDoor.jpg IPG 5.5 KB Joe Brown Oct 1, 22 02:38:58 pm
B eviUpload.mp4d MP4 7.3 MB Anne Smith MNov 3, 22 08:08:52 pm
B ParkingLot Cam.mp4 MP4 27.9 MB Joe Brown Oct 29, 22 01:53:01 pm
B evidploadTest.txt TXT 1.0KB Chris West Sep 13, 22 06:26:14 am

1-20 of 27 rows 2 >

i

Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

Other Available Publications

Additional Command Solution publications are available in PDF from the March Networks Partner
Portal website. If you do not have access to the Partner Portal, contact your March Networks
representative.

You can find the following related documents:

e Command Enterprise and Client User Guide
e« Command Client Quick Start Guide
e Command Player User Guide

Evidence Vault Requirements

Google Chrome is the preferred web browser for the Evidence Vault. The Mozilla Firefox web browser,
the Safari web browser, and the Chromium-based Microsoft Edge web browser are alternatives.

The browser must be running the latest available software version.

March Networks Evidence Vault User Guide 6



Default User Groups

There are three default user groups for the Evidence Vault, with different permissions: External
User, Case Investigator, and Evidence Vault Admin. When users are assigned to a group they
inherit the permissions of the group.

You can also create custom user groups, and assign your own mix of permissions to suit your
organization’s needs. For more information on users and user groups, see "Managing Users” on
page 67.

Each user is assigned to one user group (default or custom) that defines their permissions in the
Evidence Vault. A user cannot be assigned to multiple user groups.

External User:

* View files shared with them.

* Preview available video or image files.

+ Download available files from the Evidence Vault.

* Non-essential information such as the download limit, storage capacity, some file details and
file activity are hidden from the External user (for details, see "External Permissions” on
page 72).

« Cannot view users or user groups.

Case Investigator:

* View their own files and files shared with them.

* Preview available video or image files.

+ Download available files from the Evidence Vault.

* Add (upload) files to the Evidence Vault.

* Update their own files: rename, set expiry dates, add tags, add notes, move.

* Delete their own files (and folders, if empty).

* Share their own files with users or user groups in the Evidence Vault, or with new users.
* View the activity for their own files (such as when the file was shared).

* View users and user groups.

Evidence Vault Admin:

+ All file management permissions for all files (their own files and files owned by other users):
view, preview, download, add, update, delete, share (with new or existing users).

* All user management permissions for users and user groups: view, add, update, delete.

* Evidence Vault Admin users also have some exclusive permissions, not granted to any other
user group:

* Add, update, and delete other users in the Evidence Vault Admin user group.
* Edit the email addresses of other users.
* Activate and disable other users.



Welcome to the Evidence Vault

Accessing the Evidence Vault

You can access the Evidence Vault by typing your assigned link in the address bar of your Internet
web browser.

Google Chrome is the preferred web browser for the Evidence Vault. The browser must be running
the latest available software version.

You can also access the Evidence Vault through other applications: Command Client and the Web Client.
The following procedures describe the different ways to access the Evidence Vault:

*  “Accessing the Evidence Vault — Default Login” on page 8

* “Accessing the Evidence Vault — through Command Client” on page 9

* “Accessing the Evidence Vault — through Web Client” on page 10

Accessing the Evidence Vault — Default Login
You can access the Evidence Vault with your Evidence Vault user name and password, created
when your account was activated.
To access the Evidence Vault with the default login
1 Inthe Address bar of a Web browser, enter the link provided to you for the Evidence Vault:
https://Tenant.marchnetworks.cloud/p/web/evidence-vault
Important: This link is just an example, the link is specific to your organization.
The Login page appears.

% MARCH

networks
A Delta Group Company

USER NAME

2 Enter your Evidence Vault user name and password and select Login.
The Evidence Vault interface appears.

March Networks Evidence Vault User Guide 8



Welcome to the Evidence Vault

Accessing the Evidence Vault — through Command Client

If you have access to the Command Client application (release 2.11 and higher), you can also
access an Evidence Vault through the Command Client interface. This allows you to export files
directly to the Evidence Vault and share the files without leaving the Command Client interface.

The same functionality is available from the Evidence Vault whether you access it through
Command Client or a web browser (functionality depends on your user rights).

For more information about access through Command Client, see the Command Enterprise and
Client User Guide.

To access the Evidence Vault through Command Client

Note: You require the Evidence Vault Access user right to view and use Evidence Vaults in
Command Client (release 2.11 and higher).

1 Log into the Command Client interface and open the Evidence Panel to view the list of
Evidence Vaults.

M AUV

NAVIGATION EVIDENCE

¥ Tags

E Cases

Iﬂl Device Queues

_Eq] Evidence Vaults
+

Vault Name B Evidence Vaults
Vault 10

Note: If there are no available Evidence Vaults in the list, you can add one, as described in the
Command Enterprise and Client User Guide.

March Networks Evidence Vault User Guide 9



Welcome to the Evidence Vault

2 Double-click the name of the Evidence Vault you want to open.
The vault opens in the Command Client workspace.

W ach ws34132 — O X
. COM et

NAVIGATION EVIDENCE T @ Vault 10

b Tags

g
Q
’ B John Smith e

Tag Name

Tagl B cvidence Vault

Cases

x Q

T | Case Name - File Name = v w w Created On 5

B Case 20210520.cme CME 526.7 KB Anne Smith Sep 23, 22 02:00:26 pm

4
s

L Device Q 3
5 e Queas M EntranceDoorpg IPG 5.5 KB Joe Brown Oct 1. 22 02:38:58 pm
Device Name
i
B evUpload.mp4 MP4 7.3 MB Anne Smith Mov 3, 22 08:08:52 pm
@ Evidence Vaults — &
»
+ X
Vault Name * 1-20 of 58 rows 2 3 >

Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Resarved.

Accessing the Evidence Vault — through Web Client

If you have access to the Web Client application (release 6.7 and higher), you can also access an
Evidence Vault through the Web Client interface. This allows you to view your files stored in the
Evidence Vault and share the files without leaving the Web Client interface.

The same functionality is available from the Evidence Vault whether you access it through Web
Client or directly (functionality depends on your user rights).

For more information about access through Web Client, see the Web Client User Guide.

To access the Evidence Vault through Web Client

Note: You require the Evidence Vault Access user right (in Command Client) to view and use
Evidence Vaults in Web Client. The Evidence Vault must be added to Command Client before you

March Networks Evidence Vault User Guide 10



Welcome to the Evidence Vault

can access it in the Web Client. For more information on adding an Evidence Vault to Command

Client, see the Command Enterprise and Client User Guide.

1 From the navigation buttons at the top left of the Web Client interface, select the Evidence

Vault button.

1.8 MB of 5.0 GB used

- File Name 3 = Owner 3 ¥ CreatedOn 3

B 225897.mp4 P4 65.4 MB Tenant Admin Mar 10, 23 07:10:30 am - v
B ParkingLot Cam.mp MP4 27.9 MB Me Mar 10, 23 08:15:16 am May 31, 23 v
B Hallway MP4.mpd = MP4 182 MB Xav Smith Mar 13, 23 08:34:04 am - v

M officerallwaypng  PNG 3717KE  Me SEJIS ) RSED | = v

Evidence Vault: SAMPLE

% MARCH

tarch Netwarks Cor paration. All Rights Resarved.

March Networks Evidence Vault User Guide
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Welcome to the Evidence Vault

Accessing Help Information

From the Help menu, you can:
+ View information about the version of your software and technical support options.
* Access the User Guide and other documentation.

* Export logs, so that you can provide them to March Networks Technical Support for
troubleshooting.

* Download the Command Player, a tool that allows you to authenticate and play back recorded
video evidence exported from Command Client in the proprietary Command Multimedia
Evidence (.cme) file format.

Accessing Version and Support Information

View information about the version of your software and technical support options.

To access version and support information

1 Select your user name icon (for example: ) at the top right of the application to open the
menu.

2 Select Help > About.

About @

User Guide

I Export Logs
Download Command Player

The About window opens, with the version details for your software.

Evidence Vault:

Copyright @ 2008 - 2023 March Networks Corporation.

All Rights Reserved.
www.marchnetworks.com
Terms of Service/End User License Agreement

Third Party License Terms

7 MARCH

networks

A Delta Group Company

March Networks Evidence Vault User Guide 12



Welcome to the Evidence Vault

3 Select the Support tab to view technical support options.

About Support X

Technical Support Telephone:

North America, South America & 1-800-472-0116 or 1-613-591-1441 (Monday to Friday during business hours)
Asia Pacific
Europe, Middle East & Africa +39 0362 17935 extension 3 (Monday to Friday during business hours)

Technical Support Email:

North America, South America &
techsupport@marchnetworks.com

Asia Pacific
Europe, Middle East & Africa supporteurope@marchnetworks.com
Our Global Partner Portal: http:f/partners.marchnetworks.com

Download Command Player: Command Player

Accessing the User Guide and other documentation

Access the March Networks Resource Center web page to view this User Guide and other available
documentation.

To access the user guide

1 Select your user name icon (for example: ) at the top right of the application to open the
menu.

2 Select Help > User Guide.

About

User Guide @

Export Logs

Download Command Player

The March Networks Resource Center web page opens in a new tab, with the Evidence Vault
user guides available to view.

Note: You can also search for additional documentation in the Resource Center.

March Networks Evidence Vault User Guide 13



Welcome to the Evidence Vault

Exporting Logs
Export logs, so that you can provide them to March Networks Technical Support for
troubleshooting.

To export the logs

1 Select your user name icon (for example: ) at the top right of the application to open the
menu.

2 Select Help > Export Logs.

About

Uzer Guide
I Export chs&j
Download Command Player

A Save As dialog appears.
3  Browse to the location you want to save the log file and select Save.
The Web Client saves the log file so that it is available for analysis.

After you save the log file, you can provide it to the March Networks Technical Support team to
troubleshoot your Evidence Vault.

Downloading Command Player

Download the Command Player, a tool that allows you to authenticate and play back recorded
video evidence exported from Command Client in the proprietary Command Multimedia Evidence
(.cme) file format.

To download the Command Player

1 Select your user name icon (for example: ) at the top right of the application to open the
menu.

2 Select Help > Download Command Player.

About

Uzer Guide

[15]

I Export Logs
Download Command 3Ia3-‘e|‘®

The March Networks Resource Center web page opens in a new tab, with the Command Player
software available to run and/or install.

March Networks Evidence Vault User Guide 14



Welcome to the Evidence Vault

Checking Basic Account Information

You can check your basic account information for the Evidence Vault application.
Any user can edit their first name and last name.

To check your basic account information

1 Select your user name icon (for example: ) at the top right of the Evidence Vault to open
the menu, then select Account.

Account {h_-,)

The Account page opens, with your Basic Information.

Account

Basic Information Basic Information

Change Password Vs (e

* First Name

John

* Last Name

Smith

Email

User Group

2 If desired, you can edit your First Name and Last Name.
The User Name, Email, and User Group are not editable here.
User Group shows which user group you are assigned to.

An Evidence Vault Admin user can edit all the account information in the User Management
pages, except the User Name (see "Managing Users"” on page 67).

3 If you have changed any information, select Save.

March Networks Evidence Vault User Guide 15



Welcome to the Evidence Vault

Changing your Account Password

Any Evidence Vault user can change their password.

To change your password

1 Select your user name icon (for example: ) at the top right of the application to open the
menu, then select Account.

Account {b

Help

When the Account page opens, select Change Password.

Account

Basic Information
Change password

Change Password

Save Cancel

2 Enter your current password, then enter and re-enter the new password you want to change to.

3 Select Save.
The next time you log in to the Evidence Vault, you must enter your new password.

March Networks Evidence Vault User Guide 16



Chapter 2

User Interface

This chapter describes the user interface of the Evidence Vault.
Note: Your user group and associated permissions affects your view of the Evidence Vault: you
may not have access to all user interface features.

This chapter contains the following topics:

+  “User Interface Overview” on page 18

*  “Navigation Buttons” on page 19

+ "“Evidence Vault Main Page” on page 20

* “File Details Panel” on page 23

« “Activity Panel” on page 26

+  “Defining Table Columns and Table Settings” on page 27

* “Searching Tables using Column Filters” on page 32

*  “Sorting Table Columns” on page 33

*  “Pinning Table Columns” on page 34

March Networks Evidence Vault User Guide 17



User Interface

User Interface Overview

The following illustration shows the Evidence Vault user interface.

Note: The interface below contains all available buttons and functionality. Depending on your user
group and associated permissions, you may not see all the buttons and functionality shown here.

Navigation buttons Work area Details panel

\

ad Limit
B ciidence V- +
- Evigence Vault 520 0.0 GB used GB fsed . = @
ParkingLot.jpg %
O FileName % w Type * ¥ Size # Owner # w CreatedOn # w ExpiresOns w Shared Wi Action Details Activity
Case 20210520.cme CME 526.7 KB First Admin Sep 23,22 02:00:2... - W
M cntrzncebeorjpg PG S5KE  Userl Oct 1,22 02:38:58...  Oct 12, 22
B evUpload.mp4 MP4 7.3MB  First Admin Nov 3, 22 08:0855...
M Farkinglot.png PNG 27.9MB Investigator 2 Oct29,2201:530.. - Type: P
Size: 41.7 KB
B evUploadTest.txt TXT 1.0 KB nvestigator 1 Sep 13,22 06:26:1... - ~ ~
Owner: Sally Smith
Created O
M Farkinglotipg PG 417KE  Sally Smith Jan 13, 23 08454... - ' "
Modified On:
B mainroad.mp4 MP4 1.7 KB nvestigator 2 Oct 12,22 04:18:4...  Oct 25,22
o Sharing: Share
s
1200fs8rows - [l 2 3 > Brpires Qn:
- 2

- .
") ,.M.ARCH, Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

The Evidence Vault provides an interface that is divided into graphical areas.

* Navigation buttons — Located at the top left, access the pages for Evidence Vault files or for
User Management (users and user groups).

*  Work Area — This is where you view and perform actions on the list of evidence files (video or
snapshot files) or the list of users.

* Details panel — Located at the right, the Details panel shows information about the selected
file and can be opened or closed by selecting the View Details () button.
At the top right of the window, above the Details panel, are displayed the:

- Download Limit: the amount of files you can download (transfer) from the Evidence Vault
per month. For example, your limit might be 600 GB per month.

- Storage: the amount of storage currently used in the Evidence Vault is displayed. For
example, your limit might be 1.5 TB of files that you can upload and store in the Evidence
Vault.

If applicable, an Activity tab is also available, which contains an audit list of dates and times
when activities are performed on the file (such as when the file is shared, when it is
downloaded, when an expiry date is set onit).

March Networks Evidence Vault User Guide 18



User Interface

Navigation Buttons

The navigation buttons are positioned at the top left. Use them to navigate to the Evidence Vault
to see the available evidence files (All Files), or to User Management E] to view available users and
user groups.

When you select User Management, a user management panel opens to allow navigation between
Users and User Group. You can click the black User Management bar to expand or minimize the
panel.

Users an User Group

User Group Default Groups Custom Groups

First Name 2 Name 3

a—
e
=
5
5
o
@
5
=
@
@
)

User Management 11

—
=
=
5]
E
@
o
o
5
>
=]

Sam Evidence Vault Admin

Case Investigator

Gladys

External User

John

Expanded Panel (showing Users) Click black bar to Minimized Panel (showing User Groups)
close the panel

March Networks Evidence Vault User Guide 19



User Interface

Evidence Vault Main Page

The Evidence Vault main page lists all the available evidence files. The evidence files can be
video files (CME, MP4) or snapshot files (JPG, PNG). From this page, a user with the appropriate
permissions can upload, share, download, and/or delete evidence files. Users can also view
information about the files available to them.

There may also be folders, used to organize the evidence files. If you have the File Management >
Add permission, you can add your own files and folders, as described in “Uploading Evidence Files”
on page 36 and “Creating Folders in the Evidence Vault” on page 45.

You can increase or decrease the number of files displayed per page, if desired.
Note: A userin a group with the External permissions check box selected has a slightly different

view of the Evidence Vault page, as described in “Evidence Vault Main Page - External User View”
on page 22.

Download Limit Storage

Evidence Vault — — L @
5.2GB of 100 GBused 7.2 GB of 20.0 GB used

[ | File Name 5 v v ] - ¥ CreatedOn 3 ¥ ExpiresOn 5 ¥ Shared With T  Action
. E Folder - Me Sep & 21 03:07:12 am - v
. EVAdmin Folder - First Admin Sep 10,21 01:14:18 pm - v
a MNGCRS-outdoor.cme CME 770.0 KB Me Sep 10,21 01:14:18 pm - v
! sample.png PNG 11 Bytes First Admin Sep 10, 21 01:14:27 pm - v
‘ debug.log LOG 11 Bytes First Admin Sep 10,21 01:14:27 pm v
E ama.jpg PG 9.3 MB Me Sep 10, 21 01:14:32 pm Oct 13, 21 v
B camera002-2021051..  MP4 252.6 KB Investigator 1 Sep 13, 21 06:26:02 am - v
B camera0010705202... hP4 3.5 MB Investigator 1 Sep 13, 21 06:26:03 am - v
! filefrominvest1toEAjpg  IPG 8.7 MB Investigator 1 Sep 13, 21 06:26:14 am - v
a evidence_010.cme CME 3.5 MB User deleted Sep 13, 21 06:32:59 am v

< » i}

[y
l) ,.M.J.ARCH‘ Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

The following information is available on the Evidence Vault page (some information and options
depend upon your permissions).

Information Description

File Name The name of the evidence file or folder.

Note: A blue dot beside the file name icon indicates that the file or folder is new - it was
recently added to the Evidence Vault. The blue dot disappears when you select the file or
folder in the table or open the details panel for the file or folder.

LS . .
. Camera 1-WebClient.cme
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Information

Description

Type The format of the evidence file or folder.
For example:
*  Video: CME (Command Multimedia Evidence), MP4
*  Snapshot: JPG, PNG, GIF
* Folder

Size The size of the evidence file. Not applicable to folders.

Owner The name of the user that uploaded the file or created the folder.
Note: This column not available to users in a group with the External permissions check box
selected.

Created On The date and time when the file or folder was uploaded or created.
Note: This column not available to users in a group with the External permissions check box
selected.

Expires On The date when the sharing of the file or folder expires, if applicable.
The file or folder is automatically removed from the list of any users it is shared with when
the sharing time period expires (not applicable to users in the Evidence Vault Admin default
group, who can view all files anyway).
A user with the correct permissions can set the date for the sharing of a file or folder to
expire.

Shared With The number of users that this file or folder is currently shared with.
Note: This column not available to users in a group with the External permissions check box
selected.

Tags Displays any tags added to the file or folder.

Modified On The date when the file or folder was last modified.

Action The available actions for each file or folder, selectable from a menu. Your user permissions

and the type of file/folder dictate which actions are available.

Possible actions available for files and folders, from this menu:

* Download - download a file

* Rename - rename a file or folder

* Move To - move a file or folder to another folder

* Share - share a file or folder with other users

* Delete - delete a file or folder

e Stop Sharing - stop sharing your file or folder with other users

* Remove Sharing - remove yourself from shared access to another user’s file or folder
Note: The above actions are also available from the Bulk Action menu, for multiple items.




User Interface

Evidence Vault Main Page - External User View

A user in a group with the External permissions check box selected has a slightly different view of
the Evidence Vault page.

External Users do not see the Owner, Created On, or Shared With columns. Instead they see the
Shared By and Shared On columns, described in the table below.

Note: See “External Permissions” on page 72 for more information on the External permissions
check box.

Elmond Burke @
Evidence Vault @
. File Name 3 v Shared By + ¥ Shared On 3 ¥ ExpiresOn 5 Action
Bl cvidence Folder - EV Admin Sep 14,22 01:41:03 pm - v
B evlUpload.mp4 MP4 15 KB nvestigator 1 Sep 14,22 01:41:15pm - v
1-1P Camera 2 Ma.. CME 9.4 KB nvestigator 1 Feb 28, 22 09:55:16 am Apr 30, 22 v
! EntranceDoorjpg PG 27.2 KB nvestigator 1 Sep 14,22 01:59:29 pm - M
»
1-aofsrows - [

RAERCH!

Evidence Vault: SAMPLE Copyright ©2025. March Networks Corporation. All Rights Reserved.

Information Description

Shared By The name of the user that shared the file or folder, if applicable.
Does not display anything for files owned by an External User.

Shared On The date when the file or folder was shared, if applicable.
Does not display anything for files owned by an External User.
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File Details Panel

You can use the Details panel on the Evidence Vault main page to view more information about a
selected evidence file or folder, and to set an expiry date for the sharing of that file or folder.

User Interface

Note: A userina group with the External permissions check box selected sees less information, as
described in “File Details Panel - External User View” on page 25.

Download Limit Storage
Evidence Vault — -— 1
+
Tarecs . B L O
& i
ParkingLot.png X
O FileName 2 Owner % ¥ CreatedOn 3
Details
~ 0
M Farkinglotpng PNG 5267KB  Tenant Admin Mar 9, 23 08:36:49 am v
B mainroad210720...  MP4 15KB First Admin Sep 15,22 07:18:19 ... v
B universal.txt XT 27.2 KB First Admin Sep 23, 22 01:51:01 ... v .
® Preview
E Case 20210520.1... CME 4.0GB First Admin Sep 23, 22 02:00:26 ... v
@ CommandPlayer.c.. CME 9.4 K8 First Admin Sep 23, 22 02:00:32 ... v B
Type: PNG
M reinrcadziong PNG 8 KB User1 Sep 23, 22 02:10:25 v
Size:
! chip_fromExt2.jpg PG 218 KB nvestigator 1 QOct 1, 22 02:38:58 pm v owner:
B ipconfig.txt ™ 6.8 KB Usert Oct 12, 22 04:18:48 ... v Created On:
Modified On:  Mar 9, 23
B evipload.mp4 MP4 527.2 KB nvastigator 1 Oct 12, 22 04:23:12 ... v
Shared By:
B Case 20181127.0.. Mp4 33.7 MB Tenant Admin Oct 12, 22 04:38:52 ... v
h Shared On:
< >
1200f58rows < [l 2 3 > fecess Level: View
Expires On:

The name of the

Details panel for a file

selected file or folder appears at the top of the Details panel, and the following

information/functionality is available.

Information

Description

Download

Select this button to download the file.
Not applicable to folders.

Hover your mouse over the thumbnail view of the file (if available) and select to preview
the image or video. See “Previewing Evidence Files” on page 41.

Not applicable to folders.

The type of evidence file or folder (for example: JPG, PNG, CME, MP4, Folder).

The size of the evidence file. Not applicable to folders.

® Preview
Type

Size

Owner

The name of the user that uploaded the file or folder.

Note: This info not available to users in a group with the External permissions check box
selected.

Created On

The date when the file or folder was uploaded.

Note: This info not available to users in a group with the External permissions check box
selected.
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Information

Description

Modified On The date when the file or folder was last modified.

Shared By This information only appears for a file or folder that is not your own and has been shared
with you (not applicable to Evidence Vault Admin users).
It shows the name of the user that shared the file.

Shared On This information only appears for a file or folder that is not your own and has been shared

with you (not applicable to Evidence Vault Admin users).
It shows the date that the file or folder was shared.

Access Level

This information only appears for a file or folder that is not your own and has been shared
with you (not applicable to Evidence Vault Admin users).

The access level for the file or folder: View or View & Add.
For more information on access levels, see “Sharing Files and Folders” on page 47.

Sharing The Share button appears in this section if you have permission to share the file or folder
with other users.
An Evidence Vault Admin user always sees this button.
For more information on the Share button, see “Sharing Files and Folders” on page 47.
Note: This button not available to users in a group with the External permissions check box
selected.
Expires On If applicable, the date when the sharing of the evidence file or folder expires and it is
removed from the list of any users it is shared with.
For more information on the expiry date, see “Setting an Expiry Date for Sharing” on
page 51.
Name / Access | This information appears if you are the owner of the file or folder. Evidence Vault Admin
Level users and users with the File Management > Manage All permission always see this
information.
It shows a list of the names and access levels of the users that this file or folder is currently
shared with.
Name Access Level ¥
lone ew & Add X
3 2 X
See “Sharing Files and Folders” on page 47.
Note: This info not available to users in a group with the External permissions check box
selected.
Tags (Optional) Add one or more tags to identify the file or folder.
Tags High Priority X
See “Adding Tags to a File or Folder” on page 62.
Notes (Optional) Any notes added for the file or folder.

See “Adding Notes to a File or Folder” on page 64.




User Interface

File Details Panel - External User View

A user in a group with the External permissions check box selected has a slightly different view of
the Details panel on the Evidence Vault main page. They do not see the Owner, the Created On
date, the Sharing button, the Name/Access Level table, or the name of the user that last edited the
Notes.

Note: See “External Permissions” on page 72 for more information on the External permissions
check box

Evidence Yault @
o 2N 1 Cafeteria Camera.jpg s
a File Name 3 v - Details
! Cafeteria Camerajpg JPG 2.0 MB v -
B evuploadmps MP4 15 KB y
a 1-IP Camera 2 Ma... CME 9.4 KB v
E camera_0987 jpg JPG 8 KB W

Type: PG

1-4 of 4 rows

Size: 2.0 MB

Modified On: May 16, 23

Shared By: Sally Smith
Shared On:  May 16, 23
Access Level: View

Expires On:

Tags: Observe

Motes

view of empty cafeteria.

Details panel for a file, with
External permissions
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Activity Panel

The Activity panel contains an audit list of dates and times when activities are performed on the file
or folder (such as when it is shared, when it is downloaded, when an expiry date is set on it).

An Evidence Vault Admin user can view the Activity panel for all files and folders.

A user in a group with File Management > View permission can only view the Activity panel for
their own files and folders.

A user in a group with the External permissions check box selected does not have access to the
Activity panel for any files or folders.

Download Limit Storage

B Evidence Vault
a — - NG
52GB of 100GBused 7.2 GB of 20.0 GB used
e i
ParkingLot.png X
B FileName 2 v i v 5 - w Created On 2
Details Activity
! Parkinglot.png PNG 526.7KB  Investigator 1 Jan 16,24 09:11:31 am v Jan 16, 24 09:23:31 am
B mainroad210720...  MP4 15 KB First Admin Nov 15, 23 07:18&19 ... v Flora West shared file with Elmond C
urke.
B universal.txt ™t 27.2KB First Admin Nov 23, 23 01:531:01 ... v
a Case 20210520.1.. CME 4.0 GB First Admin Sep 23, 23 02:00:26 ... v
a CommandPlayer.c.. CME 94 KB First Admin Sep 23, 23 02:00:32 ... v
M rainroad2tpng PNG 8 KB Usert Sep 23, 23 02:10:25 .. v
M chip fromext2jps PG 218KB  Investigator 1 Oct 1, 23 02:38:58 pm v
B ipconfig.txt T 6.8 KB User Oct 12, 23 04:18:48 .. v
B evUpload.mp4 MP4 527.2 KB nvestigator 1 Oct 12, 23 04:23:12 ... v
B Case 20181127.0.. MP4 337 MB  Tenant Admin Oct 12, 23 04:38:52 ... v 91131 am
v
< >
1-20 of 58 rows. 2 3 5 Flora West uploaded the file.

Activity panel

The Activity panel allows you to track when:

* afileis uploaded or downloaded

+ afolderis created

* afile or folder is shared or unshared

* an expiry date is added or removed

* atagis added or removed

* anoteis created or updated

The Activity panel provides a history of the activity performed on a selected file or folder.
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Defining Table Columns and Table Settings

In the Evidence Vault tables, there are general controls that allow you to manipulate the
appearance of the table, to ensure that the information is presented to you in the way most
convenient for you.

You can:
Change which columns appear in the table, and the order that they appear.

See “Defining and Reordering Table Columns” on page 27.
Ensure that the table contains the most recent available information.

See “Refreshing Table Content” on page 29.

Show or hide the borders of the table columns, adjust the width of the rows in the table, and set
the number of rows that appear in the table per page.

See “Configuring Settings for Tables” on page 30.

Defining and Reordering Table Columns

Any user can edit the table columns where the Define Columns |5 button appears, removing
columns that are unwanted and changing the order that the columns appear.

This is helpful as it allows you to personalize your view of the information.

Tip: You can quickly reorder the columns in a table by dragging and dropping a column. With
your mouse, click and hold the left side of the column header, until the pointer changes to the
drag and drop symbol 4%9 Drag the column and drop it in a new position in the table.

E Users

@ First Name

. First Name 35 I v Last Name 5 ¥ w User Name

Smith TechPub

To define table columns

Moving the First Name
column in the table.

s
v

1 Loginto the Evidence Vault and open the table you want to edit.

For example, the all files table.

2] John Smith @

Case 20210520.cme  CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm

M entenceDoorjpg PG 55K8 Usert Oct 1,22 02:38:58 pm

B evUpload.mpd MP4. 7.3 M8 First Tenant Admin Nov 3, 22 08:08:52 pm

Copyright ©2023. March Networks C
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2 Select the Define Columns jj; button at the top right of the table.
The Define Table Columns dialog opens.

Define Table Columns X
9/9 All columns Selected columns
File Name File Name
Type Type
Size Size
Owner Owner
Created On Created On
Expires On Expires On
Shared With Shared With
Tags Tags
Modified On Modified On

Cancel Apply

All available columns for the table are listed on the left side of the dialog, and the selected
columns that currently appear are listed on the right side. Depending on the table and your user
type, different column names appear.

3 You can reorder the columns by selecting the icon of the column you want to move and
dragging and dropping the columns up and down the list.

Define Table Columns X
9/9 All columns Selected columns
File Name File Name
Type f— <«—— Moving the Owner column
b to a different location
Size Type
Owner Size
Created On Created On
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4 You can remove a column from the table by clearing the check box for that column in the All

columns list.

When you clear the check box, the column name is removed from the Selected columns list.
You can remove multiple columns from the table this way.

Define Table Columns

u 5/9 All columns

Filza Mame

Owner
Created On

Expires On

X

Selected columns

Fila Mame

Removing the Type

Owner
and Size columns
Created On
Expires On
Shared With

Tags

5 You can add columns back to the table by selecting the check box of the column again. The
column name returns to the Selected columns list, and you can reorder it.

Note: When the column is added back, it appears at the bottom of the list. The All columns list
shows the default order of the columns.

6 When you are satisfied with your table changes, select Apply.

Refreshing Table Content

You can refresh the content in any table where the Refresh ¢,

to view the latest information in the table.

March Networks Evidence Vault User Guide
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Configuring Settings for Tables

You can customize the way tables appear in the Evidence Vault in any table where the Settings
1 button appears.

To configure the settings for a table

1 Login to the Evidence Vault and open the table you want to edit, for example, the All Files
table.

=

Evidence Vault

[ ] File Name 3 v I s s ¥ CreatedOn ¢
B Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm v
M cntranceDoorieg PG 55KB User1 Oct 1, 22 02:38:58 pm v
B evUpload.mpd MP4 7.3 M8 First Tenant Admin Nov 3, 22 08:08:52 pm v

1-20 of 27 rows

2 Select the Settings g1 button at the top right of the table.
The Settings dialog opens.

Border ()

Density Small

Rows per page 20

3 Using the Border toggle button, you can show or hide the table column borders.
Table with column borders:

B File Name 2 Created On

! Parking Lotjpg JPG Tenant Admin Dec 6, 22 11:35:49 am

! download.jpg JPG nvestigator 1 Dec 6, 22 05:27:19 pm

B admin_to_external.txt TXT Tenant Admin Dec 7, 22 06:21:03 am

Table without column borders:

B FileName 2 v » Created On 2

! Parking Lotjpg PG Tenant Admin Dec b, 22 11:35:49 am

! download.jpg JPG nvestigator 1 Dec 6, 22 05:27:19 pm

B admin_to_external.txt TXT Tenant Admin Dec?, 22 06:21:03 am
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4 Using the Density list, you can change the width of the table rows.
Table with small rows:

Created On 5

! Parking Lotjpg JPG Tenant Admin Dec 6, 22 11:35:49 am

! download.jpg JPG nvestigator 1 Dec 6, 22 05:27:19 pm

B admin_to_external.txt TXT Tenant Admin Dec7, 22 06:21:03 am

Table with large rows:

B File Name < Type = Owner 3

Created On 5

! Parking Lotjpg PG Tenant Admin Dec 6, 22 11:35:49 am

! download,jpg JPG nvestigator 1 Dec b, 22 05:27:19 pm

B admin_to_external.txt TXT Tenant Admin Dec 7, 22 06:21:03 am

5 Using the Rows per page list, you can select how many rows appear on each page of the table.

Border ()

Density Large

Rows per page I 20
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Searching Tables using Column Filters

Certain tables offer a Filter button in eligible columns. This feature can help you find specific
information in tables.

To search tables using filter columns

1 Open the table that you want to search, for example, the Evidence Vault > Files table.
Most column headers in the table include the Filter E button.

Evidence Vault — — t
e B L O

B FileName ¢ w Type 5 ¥ Owner 7 ¥ CreatedOn 3

a Casel02lc.. CME 526.7 KB First Tenant Sep 23, 22 02:00:26 pm v

2 To filter a column, select the Filter E button to display the filter options.
Filter options depend on the content of the column.

Contains Filter options for File Name column

camera

Clear gYlal%

Created On 5 Expires On 5 b

1]

Filter options for
Created On column

ietween

C

A

Feb 1, 22 08:00:00 am
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3 Select your desired options and click Apply to activate the filter on the column.
You can filter multiple columns at the same time.

When one or more columns are filtered, the Active filters button appears above the table,
telling you how many columns are filtered, and the Filter button turns blue.

Evidence Vault

3 Active filters »

. File Name 3 Type 5 Size 3 Owner 3 ¥ Created On 3 ExpiresOn 5 ¥

-

B Case 202.mp4 MP4 26.7 MB First Tenant Admin Sep 13,22 06:32:59 am -

o

! EntranceDoor.jpg IPG 5.5 KB User1 Oct 1, 22 02:38:58 pm -

4 You can select the Active filters button to see the columns that are currently filtered.

Evidence Vault

3 Active filters « File Mame x Type x Created On x

[ | File Name < Type = Size ¥ Owner w CreatedOn < ExpiresOn ¢ w

B Case 202.mpd MP4 26.7 MB First Tenant Admin Sep 13, 22 08:32:59 am -

E EntranceDoor.jpg JPG 55KB Jszerl Oct 1, 22 02:38:58 pm -

To clear a specific filter, select the X beside the name. To clear all filters, select the Clear Filters
== button.
5

Sorting Table Columns

You can sort eligible columns alphabetically or numerically.

To sort columns in a table
1 Open the table that you want to sort, for example, the Evidence Vault > Files table.
In eligible columns, the Sort E button is located at the right of the column header name.

2 Select the Sort button.
The column sorts ascending when first selected ! descending when selected again ﬂ
When you select it a third time, the sort is cleared.
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Pinning Table Columns

You can pin eligible columns so that they always appear at the left of the table, where you can see
them without scrolling.

To pin columns in a table
1 Open the table that you want to pin, for example, the User Management > Users table.
In eligible columns, the pin | button is located at the far right of the column header.

2 Select the pin button to move the column to the left of the table. The column remains visible
even when you scroll through the other columns of the table. The pin button turns blue [ to
indicate the pinned status of the column.

You can pin multiple columns. The column you pin first is at the far left, subsequent pinned
columns are pinned to the right of it.

In the following example, the User Name and User Groups columns have been pinned.

By Users Qal 2 O

User Name 3 v User Group st Name 5 I v Last Name 3

investsergs Case Investigator rest serge

External_User5 External User t users

Unpinned columns scroll behind the pinned columns
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Chapter 3

Managing Evidence Files

This chapter describes how Users in a group with the correct permissions can upload and download
files, preview video and image files, create folders, share files, set expiry dates for sharing files,
move files and folders, rename files and folders, and delete files and folders in the Evidence Vault.

To manage evidence files, you require File Management permissions, described in “File
Management Permissions” on page 72. Depending on your permissions, you can manage your own
files, files that are shared with you, or all files.

This chapter contains the following topics:

“Uploading Evidence Files” on page 36
“Downloading Evidence Files” on page 39
“Previewing Evidence Files” on page 41

“Creating Folders in the Evidence Vault” on page 45
“Sharing Files and Folders” on page 47

“Setting an Expiry Date for Sharing” on page 51
“Stop Sharing Files or Folders” on page 54
“Removing Your Access to Shared Files or Folders” on page 57
“Renaming Files or Folders” on page 59

“Moving Files into Folders” on page 60

“Adding Tags to a File or Folder” on page 62
“Adding Notes to a File or Folder” on page 64
“Deleting Files or Folders” on page 65
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Uploading Evidence Files

Users in a group with the File Management > Add permission can upload one or more files to the
Evidence Vault.

Users in the Evidence Vault Admin and Case Investigator default groups can upload files to the
Evidence Vault.

Users in the External Users default group cannot upload files.

Note: If you want External Users to upload files, you can use the Create New Group From option
to copy the default External Users user group and create a new custom group. You can then edit
the permissions of the custom group to include the Add (upload) permission (see “Creating
Custom User Groups” on page 84).

To upload evidence files
1 Open the Evidence Vault tab to the Files window.

Download Limit  Storage

Eudence Vau T Tne. B 1O

[ ] File Name + w Type: ¥ Size s s ¥ CreatedOn %+
Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
M entranceDoorpg PG 5.5 KB User1 Oct 1, 22 02:38:58 pm
B evUpload.mp4 NP4 73MB First Tenant Admin Nov 3, 22 08:08:52 pm

»

1-20 of 27 rows 2 >

Copyright ©2023. March Networks Corporation. All Rights Reserved

2 From the top right of the window, select the Upload Files .1, button.

Note: For External Users, this button is only available if they have been granted the right to
upload (see “Available Permissions” on page 71).

b @
5|

The Upload Files dialog appears.

Upload Files X

9

Upload your files here

Drag and drop or Click here to browse.
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You can upload your files by:
* Dragging and dropping the file or files into the Upload your files here box.

* Click or tap the Click here link to open a system file dialog. Browse your system for the file
or files to upload and click Open to add them to the Upload Files dialog.

Note: If you are accessing the Evidence Vault through Command Client, you cannot drag
and drop files to upload, you must use the Click here link to browse.

The file or files appear in the Upload Files dialog.

Upload Files X

@ 6 - Exterior Cam June-2020.cme ]j °
Jun 3, 21 12:11:59 pm 300.0 MB

)

Upload your files here

Drag and drop or Click here to browse.

While the file is uploading, you can Pause !l the upload, Resume * it, or Cancel * it.

®? @,} X
Evidence_Sample.cme

10.4 MB / 19.2 MB

When successfully completed, a delete button and a green check mark appear.

# Evidence_Sample.cme
> P i °
Oct 11, 22 11:06:04 am 19.2 MB

Note: If you are a user in a group with the External permissions check box selected, the delete
button i does not appear.

@ 6 - Exterior Cam June-2020.cme °
Jun 3,21 12:11:5% pm 300.0 MB
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5 Select Done.
The new files are added to the Files list.

A blue dot beside the file name icon indicates that the file is new. The dot disappears if you
select the file or open the details panel for the file.

B File Name =

. a Exterior-ParkingLot.cme

Note: Your storage limit is adjusted accordingly, as shown at the top of the Evidence Vault.
(Users in a group with the External permissions check box selected do not see the storage

limit.)
Download Limnit Storage
— - 1 @
565.1 GB of 100.0 GB used | 303.5 GB of 100.0 GB used
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Downloading Evidence Files

Users in a group with the File Management > Download permission can download one or more files
from the Evidence Vault.

All the default user groups have the right to download, see “Available Permissions” on page 71.
You can download any file visible to you in the Evidence Vault.

Users in the Evidence Vault Admin default group can see all files. Users in the Case Investigator and
External User default groups can see their own files and files shared with them.

To download evidence files
1 Open the Evidence Vault [Z] to view the Files list.

Evidence Vault

File Name 3 v i v & = ¥ CreatedOn 4

Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
! EntranceDoor.jpg JPG 5.5 KB User1 Oct 1, 22 02:38:58 pm
B evUpload.mp4 MP4 7.3 MB First Tenant Admin Nov 3, 22 08:08:52 pm

,
1200t 27rows < [l 2 >

< }
/s Evidance Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

2 You can download a single file or multiple files.

a To download a single file, find the file that you want to download and select it in the list.
Either:

* In the Action column, select the arrow -+ button to display the Action menu and
select Download.

* In the Details panel, select the Download button.

SampleFile.cme X

Details Activity
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b To download multiple files, find the files and select them all in the list.
* The Bulk Action options list appears above the Files table. Select Download.

Ssele-:tecl‘ Bulk Action v |

- Download {b

Share

3 Depending on your web browser settings, the system either opens a dialog so that you can
browse to a custom file location, or saves the file or files to the default location for downloads
set in your web browser.

You can browse to the location where you downloaded the files and view them.

Note: Your download limit is adjusted accordingly, as shown at the top of the Evidence Vault.

Download Lirnit Storage

o— - A0
565.8 GB of 100.0 GB used| 303.5 GB of 100.0 GB used
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Previewing Evidence Files

Users in a group with the File Management > Preview permission can view a video or image file in
the Evidence Vault, if the preview is available.

You can view MP4 and CME video files or image files (for example, JPG).

MP4 video files and image files always offer a single preview. CME (Command Multimedia
Evidence) file may contain multiple media files (images and videos), so the available files for
preview can appear as a single preview or a list of previews.

Note: Previewing a file counts toward the Download Limit (the amount of files you can download
from the Evidence Vault).

All the default user groups have the right to preview files.

To preview an MP4 video file or an image file
1 Open the Evidence Vault [Z] to view the Files list.

Evidence Vault

File Name 3 v v v Created On 3

Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
! EntranceDoor,jpg JPG 5.5 KB User1 Oct 1, 22 02:38:58 pm
B evUpload mp4 MP4 7.3 MB First Tenant Admin Nov 3, 22 08:08:52 pm

3

1200f27rows - [l 2 >

Copyright ©2023. March Networks Corporation. All Rights Reserved.

March Networks Evidence Vault User Guide 41



Managing Evidence Files

2 Select the MP4 or image file you want to view and ensure that the Details panel for the file is
open.

When a preview is available, the Preview window appears in the Details panel. For an MP4 or an
image file, it appears in a single preview window,

Download Limit Storage
Evidence Vault — — L0

5.2 GB of 100 GB used 7.2 G of 200 GB used

o i

ParkingLot Cam.mp4 X

File Name 2 w - w o -
Details Activity
] a
a Parkinglot Cammpd  MP4 27.9 MB Tenant Admin hd
a Hallway MP4.mp4 MP4 TT8.0KB Tenant Admin hd
a ExtCam_May30.cme CME 869.56 KB Tenant Admin v
M FerkingLot.bmp 2P 67.1 ME Tenant Admin v A
® Preview
a evUploadTest.bxt TXT 9.5 KB Tenant Admin v

1-20 of 27 rows

3 Select the Preview window to open the file.
If the file is a video, it plays automatically. If the file is an image, a larger image displays.

Video preview
playing

1l 0107059
3

To preview a CME file
1 Open the Evidence Vault [2] to view the Files list.
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2 Select the CME file you want to view and ensure that the Details panel for the file is open.

When a preview is available, the Preview window appears in the Details panel. If the preview is
for a CME (Command Multimedia Evidence) file, there may be multiple media files included in
the CME, so multiple previews appear in a list. A CME can also contain a single file.

If one of the files in the list does not load, you can select the Reload All button to refresh the list.

- Download Limit Storage
Evidence Yault | + @

1056 KB of 5.0 GBused 342 6 MB of 5.0 GB used

o i Case June 2023.cme x

[m ] File Name 2

Details Activity
BB rolder 001 Folder - Me M ow "
Download
B z2se07mpa MP4 864ME  Tenant Admin Mo v
[ eerkinglot cammg wpa OME Me M v Reload Al
——
=
B Helway Meamps M4 1B2ME  XavSmith M v m B camera2
06/0; 31:00 -
Camera 1-Commar CME 203MB  Me M v o
® Read
M &t Door-savHT-2( PG 3459KB  Xav Smith AR v
B Exterior Camera
M Ofiicetaliway.png  PNG 37T1TKE  Me M v 06/0 0 -
M Ofiiceviewjpg PG 707KB  XavSmith M v * Ready
——
! Cafeteria Camerajp JPG 2.0 MB e Mi W m M camera 2-Clai...
Case Alameme  CME 33K8 Me oo 20
* Readh
B casesunez023.0m cme 1064 M8 Me wovooT
“ » & M Exterior Came...

1-20 of 27 rows 2 >

For a CME file, sometimes the file previews are not preloaded, and you must select the Load
button to view the preview.

Occasionally, a preview may fail, and you can select the Reload button to try again.

Camera 1-CommandClie... X Camera 1-CommandClie... X

Details Activity Details Activity

@ Loading preview failed,
please try again

Loac

unloaded file Y

Reload failed file

3 If you identify a CME file that you know you are going to be viewing frequently, you can select
the heart icon that appears beside it. When the heart icon is selected, the preview stays
available for longer, and you do not have to reload it when you want to view it again.
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Note: CME previews are allocated a limited amount of storage space, so we recommend that
you only select the heart icon for files that you are currently interested in.

- I8 Exterior Camera

4 When the previews are available, you can select any of them to open the file.
If the file is a video, it plays automatically. If the file is an image, a larger image displays.

Image preview
from a CME file

Note: If a CME file is too large, you may not be able to preview it in the Evidence Vault. In this
case you can download the file and view it in the Command Player application.

March Networks Evidence Vault User Guide 44



Managing Evidence Files

Creating Folders in the Evidence Vault

Users in a group with the File Management > Add permission can create folders in the Evidence
Vault and add subfolders by navigating to a folder, then creating another folder.

Users in the Evidence Vault Admin and Case Management default groups can create folders. Users
in the External Users default group cannot.

Note: Users in the Evidence Vault Admin default group can view all folders. Users in the Case
Investigator default group can only see folders that they create or folders that are shared with
them. Users in the External User default group can only see folders that are shared with them.
Creating a folder in the Evidence Vault

1 Open the Evidence Vault tab to view the files list.

2] John Smith e
Evidence Vault L@
2 i
B  FieName 2 w Type v ¥ Size % w Created On 4
Case 20210520.cme CME 526.7KB Anne Smith Sep 23, 22 02:00:26 pm
! EntranceDoor,jpg IPG 5.5 KB Joe Brown Oct 1, 22 02:38:58 pm
E evUpload.mp4 MP4 7.3 MB Anne Smith Nov 3, 22 08:08:52 pm
B ParkinglLot Cam.mp4  MP4 27.9 MB Joe Brown Oct 29, 22 01:53:01 pm
B evlploadTest.txt TXT 1.0 KB Chris West Sep 13, 22 06:26:14 am

2 From the top right of the window, select the Create Folder button.
The Create a Folder dialog appears.

Create a Folder
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3 Enter a name for the new folder and select OK.
The new folder appears in the file list.

Download Limit Storage
[y Evidence Vault — -—
+
B of B used G8 of GH u: - = ®

. File Name 3 i Owner 3 ¥ Created On 5
- Sample Folder Folder - John Smith MNov 17, 22 11:22:24 am W
ﬁ Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm v

4 The name of the folder is a link you can select to open the folder.
When you open the folder, the path at the top of the page shows your location.

Download Limit Storage
Evidence Vault > - Sample Folder

£.2 GB of 10.0 GB used 7.2 GB of 20.0 GB used

. File Name 3 i Owner 3§ ¥ CreatedOn 3 w ExpiresOn ¥ Action

- Subfolder 1 Folder - John Smith Mov 17, 22 01:43:04 pm - v

1-20 of 27 rows

Note: With the correct permissions, you can move files into the folder. See “Moving Files into
Folders” on page 60.
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Sharing Files and Folders

After you upload a file to the Evidence Vault, you can share the file with other users or user groups, so that
the file appears in their list and they can download it.

You can also share folders with other users and user groups.

Users in a group with the File Management > Share permission can share their own files and
folders. Users in a group with the Share with New Users permission can share their own files/
folders with new users (people that are invited to join the Evidence Vault and view the shared files).
Users in a group with the File Management > Manage All permission can share their own and other
users’ files and folders with new or existing users.

Users in the Evidence Vault Admin default group can share any files and folders with new or
existing users. Users in the Case Investigator default group can only share their own files and
folders with new or existing users. Users in the External User default group (and users in any group
with the External check box selected) cannot share files and folders.

Folder Access Level Options
If you are sharing folders, you can grant View & Add access or View access to folders.

Note: Files are always View access when shared.

* View — Users with whom the folder is shared can only view the contents of the folder, preview
the image files and download the content (users also require the applicable File Management
permissions to View, Preview, and Download files).

+  View & Add — Users with whom the folder is shared can add/rename/delete their own files within
the shared folder but cannot modify other files in the folder (users also require the applicable File
Management permissions to Add, Update, and Delete files). Users do not have the right to
change/delete/rename the folder itself.

To share files and/or folders
1 Select Evidence Vault to open the All Files page.

Evidence Vault — - L

. File Name 3 v v Owner 5 v Created On 3
B Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
! EntranceDoor.jpg IPG 55 KB User1 Oct 1, 22 02:38:58 pm
B evUpload.mpd MP4 7.3 MB First Tenant Admin Nov 3, 22 08:08:52 pm
»
1-20 of 27 rows 2 >

Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.
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2 You can share a single file/folder or multiple files/folders.
* To share a single file or folder, find the file or folder you want to share and select it in the list.
In the Action column, select the arrow * to display the action menu and select Share.

g

Download
Rename

Move To

Share @

Or you can select the Share button in the Details @ panel.

Sharing: | Share |

+ To share multiple files and/or folders, find and select them in the list.

When you select multiple files and/or folders, the Bulk Action list appears at the top right
of the File list. Select Share.

2sele-:tecl| Bulk Action |

1

3 The Share With dialog appears with the file(s) and/or folder(s) listed.

Share With X

@ Cafeteria Camera,jpg X

Expires On: Mar 23, 23. 2.0 MB

@ ParkingLot Cam.mp4 X
27.9 MB

Expires On:

+ Invite New
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4 (Optional) If you want to set an expiry date for sharing the file, you can select a date in the
Expires On field. If you do not set a date, the sharing does not expire.

If you are sharing one or more files that already have expiry dates, when you leave the Expires
On field empty, the existing expiry dates are cleared. If you set a new expiry date, the new date
is applied to all the files you are sharing.

Note: Expiry time is always 11:59:59 PM on the expiry date.

You can also add an expiry date later, (see “Setting an Expiry Date for Sharing” on page 51).
5 For folders only:

If the drop-down list is available, select View or View & Add to define the access level to the

shared folder or folders (see “Folder Access Level Options” on page 47).

Select folder access level: View v

e The View & Add option is
el o ey only available for folders.

Files are always View access.

6 You can share with existing users/user groups or new users (if you have the File Management >
Share with New Users permission).

* To share with existing users or user groups, start typing the name of the user or user group
in the Enter user name or user group field, and the system autofills the name. Select the
name to confirm that it is correct and add it.

Tip: You can share with multiple users and/or user groups at the same time.

Share With X
# ParkingLot Cam.mp. X
27.9 MB
Expires On:
| 1d] (2|
John Smithers: sample@sample.com @ i
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* To share with new users, select Invite New and type the email address or addresses in the
Enter email address to invite new user box that appears. Press the Tab key or the Enter
key after each new email address to indicate the address is complete.

Share With X

Type new
» address:
ParkinglLot Cam.mp4 *
_‘:nEg o |bc-l:@-bc-bs‘.o|'e.cc-m
Expires On:

Press Tab
or Enter
key: bob@bobstore.com X

Note: The system warns you if the email address you add is not formatted correctly, but it
cannot verify that it is a valid email address. You must ensure the validity of the new email
addresses you add.

7 When you have added the users/user groups you want to share with, select Share.

In the Shared With column for the file(s) or folder(s) you have just shared, the number reflects
the users you have invited to share the file with (if you shared with a user group, it reflects the
number of users in the group).

If you view the Details () panel for a file or folder, the user names appear in the Sharing section.

Sharing: | Share

Table column

Expires On:
4
Name Access Level X .
Details panel
Zeb Smith View X
Chris Sample View X

An email is sent to inform an existing user, who can log in to the Evidence Vault and view the
newly shared file(s) or folder(s).

For new users, two emails are sent, the first inviting them to create their new Evidence Vault
account, the second inviting them to log in to the Evidence Vault and view the files or folders.

Tip: If a file is added to a shared folder, an email is sent to all users that share the folder, to
inform them that a new file has been added.

Note: If a user in the Shared With list is deleted from the system (see “Deleting Users” on
page 82), the name of that user is replaced with User deleted in the list. The deleted user is still
included in the number of users that the file or folder is shared with.
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Setting an Expiry Date for Sharing

You can set expiry dates for sharing on a file or folder, so that it is automatically removed from the list
of any users it was shared with when the expiry date is reached.

You can set an expiry date for a single file/folder or for multiple files/folders.
Note: Expiry time is always 11:59:59 PM on the expiry date.

Users in a group with the File Management > Update permission can set expiry dates for their own
files and folders. Users in a group with the File Management > Manage All permission can set expiry
dates for their own and other users’ files and folders.

Users in the Evidence Vault Admin default group can set expiry dates for sharing on any files or folders.
Users in the Case Investigator default group can only set expiry dates for sharing on their own files or
folders.

Users in the External User default group (and users in any group with the External check box selected)
cannot set expiry dates for sharing.

To set an expiry date for a single file or folder
1 Select Evidence Vault to open the All Files page.

2 Find the file or folder you want to set an expiry date for, select it and open its Details panel
(select the View Details () button).

Cafeteria Camera jpg X

~
Details Activity

. &

Type: PG

Size: 20MB
Owner: Tenant Admin
Created On Sep 19, 22

Modified On: Jan 24,23

Sharing: | Share

Expires On:
-2

3 In the Sharing section, select the pencil # button below the Expires On title.
A date box appears.

Expires On:

|
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4 Select the date box to display a calendar and choose the date you want sharing to expire for
the file or folder.

Nov 2022

Su Mo Tu We Th Fr Sa

5 Select the check mark next to the date box to set the date.

Expires On:

Now 2,22 # '

Note: You can also edit or delete the expiry date using the pencil # button.

To set an expiry date for multiple files or folders
1 Select Evidence Vault to open the All Files page.
2 Find the files and/or folders you want to set an expiry date for and select them all in the list.

3 When you select multiple files/folders, the Bulk Action list appears at the top right of the File
list.
Select Set Expiry Date.

3 selected | Bulk Action v |

- :I o lo ad

Share

Delete

Set Expiry DaTE{b

Clear Expiry Date

The Set an Expiry Date dialog appears.

Set an Expiry Date X

* 5et an expiry date for the selectad files:

2022-09-19
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4 Select the date box to display a calendar and choose the date you want sharing to expire for
these files and/or folders.

MNov 2022

Su Me Tu We Th Fr Sa

5 Select OK to set the date.
The file list refreshes with the new expiry dates displayed for the selected files and/or folders.

Note: You can also clear the expiry date for multiple files and/or folders using the same drop-down
list and selecting Clear Expiry Date.

Clear Expiry Date l_\[b

March Networks Evidence Vault User Guide 53



Managing Evidence Files

Stop Sharing Files or Folders

You can stop sharing a single file or folder with all users, stop sharing a single file or folder with a
specific user, or stop sharing multiple files/folders at once.

Users in a group with the File Management > Share permission can stop sharing their own files and
folders. Users in a group with the File Management > Manage All permission can stop sharing their
own and other users’ files and folders.

Users in the Evidence Vault Admin default group can stop sharing any files or folders. Users in the
Case Investigator default group can only stop sharing their own files or folders. Users in the
External User default group cannot stop sharing files or folders.

To stop sharing a single file or folder with all users
1 Select Evidence Vault to open the All Files page.
2 Find the file or folder that you want to stop sharing. Either:
* In the Action column, select the arrow * to display the menu and select Stop Sharing.

=]
5]

Download

Rename

+  Open the Details (i) panel for the file or folder. In the Sharing section, select the X next to
the Name and Access Level titles at the top of the table.

Sharing: | Share

Expires On:
z
Name Access Level X
Bob Smith View X

A dialog appears to verify that you want to stop sharing this file or folder.

Are you sure you want to stop sharing
Exit Door.cme with all users?
Users will no longer have access to this file or

folder (including all folder content).

Cancel Stop Sharing

3 Select Stop Sharing.
The Shared With column for the file or folder updates to show 0 Users.
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To stop sharing a single file or folder with a specific user
1 Select Evidence Vault to open the All Files page.

(2] John Smith e

Evidence Vault

[ ] File Name 2 - - w Created On 2
& Case 20210520.cme CME 526.7KB First Tenant Admin Sep 23, 22 02:00:26 pm v
! EntranceDoor.jpg JPG 5.5KB User1 Oct 1, 22 02:38:58 pm N
E evUpload.mpd MP4 7.3M8 First Tenant Admin Now 3, 22 08:08:52 pm v
»

H, Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. Al Rights Reserved.

2 Find the file or folder that you want to stop sharing with a specific user.

3  Open the Details (D panel for the file or folder. In the Sharing section, find the name of the
user that you no longer want to share the file with, and select the X next to their name.

Sharing: | Share

Expires On:
7

Name Access Level X

Bob Smith

A dialog appears to verify that you want to stop sharing this file or folder.

Are you sure you want to stop sharing
Exit Door.cme with Bob Smith?

ss to this file or

4  Select Stop Sharing.
The user’s name is removed from the list, and that user is no longer able to see the file or folder.
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1 Select Evidence Vault to open the All Files page.

® B

Evidence Vault

[ ] File Name 2

& Case 20210520.cme CME 526.7 KB
! EntranceDoor.jpg JPG 5.5KB User1
B =vUplczdmps MP4 7.3 MB

1200f27rows < [l 2 >

-

Evidence Vault: SAMPLE

First Tenant Admin

First Tenant Admin

John Smith e

Created On 3

Sep 23, 22 02:00:26 pm v
Oct 1, 22 02:38:58 pm N
Nov 3, 22 08:08:52 pm v

3

Copyright ©2023. March Networks Corporation. Al Rights Reserved.

2 Find and select the files or folders that you want to stop sharing.
When you select multiple files/folders, the Bulk Action list appears at the top right of the

File list.
3 selected | Bulk Action |

Set Expiry Date

Clear Expiry Date

Stop Sharing @

3 Select Stop Sharing.

Managing Evidence Files

A dialog appears to verify that you want to stop sharing these files and/or folders.

Are you sure you want to stop sharing the
3 selected files/folders?

Users will no longer have access to these files or

folders (including all folder content).

4  Select Stop Sharing.

The Shared With columns for the files and/or folders update to show 0 Users.
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Removing Your Access to Shared Files or Folders

If another user shares a file or folder with you, when you are finished with the file or folder, you can
remove sharing from it, and the file or folder is removed from your All Files list. You will no longer
have access to the file or folder. You can also remove sharing from multiple files or folders at once.
This is helpful when you want to clear your file list and only view files that you are currently
interested in.

Users in a group with the File Management > View permission can remove sharing from files that
are shared with them.

Note: Usersin a group with the File Management > Manage All permission do not have this
option, as these users can always view all files and folders.

Users in the Evidence Vault Admin default group do not have this option, as they can always view
all files and folders. Users in the Case Investigator default group and the External User default
group can remove sharing.

To remove your access to a single shared file or folder
1 Select Evidence Vault to open the All Files page..

Dowrload Limit  Storage
5 5

Evidence Vault

[ | File Name 2

Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
! EntranceDoor.jpg JPG 5.5 KB User1 Oct 1, 22 02:38:58 pm
B evUpload.mp4 MP4 7.3 MB First Tenant Admin Nov 3, 22 08:08:52 pm

3

1200f2710ws - [l 2 >

(’}
W MARCH' . e vaur samme Copyright ©2023. March Networks Corporation. All Rights Reserved.

2 Find the file or folder that you no longer want shared with you.
In the Action column, select the arrow -+ to display the action menu.

Remove S'15|"1;®
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3 Select Remove Sharing.
A dialog appears to verify that you want to remove your shared access to this file or folder.

Are you sure you want to remove your
shared access to Parkinglot Cam.mp4?

You will no longer have access ta this file or folder
(induding all folder content).

4 Select Remove Sharing.
The file or folder is removed from your All Files list, and you no longer have access to it.

To remove your access to multiple shared files or folders

1 Select Evidence Vault [2] to open the All Files page.

2 Find and select the files or folders that you no longer want shared with you.
When you select multiple files/folders, the Bulk Action list appears at the top right of the
File list.

25e|e-:tec|| Bulk Action v |

- :IGI"‘l..1|.Oad

Remove Sharing®

3 Select Remove Sharing.

A dialog appears to verify that you want to remove your shared access to these files
and/or folders.

Are you sure you want to remove your
shared access to the 2 selected
files/folders?

You will no longer have access to these files or

folders (including all folder content).
Cance Remove Sharing

4  Select Remove Sharing.
The files or folders are removed from your All Files list, and you no longer have access to them.
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Renaming Files or Folders

Users in a group with the File Management > Update permission can rename their own files and
folders. Users in a group with the File Management > Manage All permission can rename their own
and other users’ files and folders.

Users in the Evidence Vault Admin default group can rename any files and folders. Users in the
Case Investigator default group can only rename files and folders that they are the owner of (not
files and folders shared with them by another user). Users in the External User default group cannot
rename files or folders.

To rename a file or folder
1 Select Evidence Vault to view all the available files and folders.

2 Find the file or folder that you want to rename and in the Action column, select the arrow %
to display the action menu.

Download

Rename @
Move To

3 Select Rename.
The Rename dialog appears.

Rename X

File Name

‘ videnceSamplefdgta ‘

4 Enter a new name for the file or folder.

Note: We recommend that you do not change or remove the file extension (for example,
.cme), as the file may become unusable.

5 Select Rename.
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Moving Files into Folders

After you have created a folder (see “Creating Folders in the Evidence Vault” on page 45), with the
correct permissions, you can move files (and other folders) into it.

Users in a group with the File Management > Update permission can move their own files and
folders. Users in a group with the File Management > Manage All permission can move their own
and other users’ files and folders. The destination folder must either be the user’s own folder, or a
shared folder with View & Add rights.

Users in the Evidence Vault Admin default group can move any files and folders. Users in the Case
Investigator default group can only move files and folders that they are the owner of (not files and
folders shared with them by another user). Users in the External User default group cannot move
files and folders.

To move files and folders in the Evidence Vault
1 Select Evidence Vault and find the file(s) or folder(s) you want to move.

B A John Smith o

Evidence Vault

File Name 3 v v v Created On 5

Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
! EntranceDoor.jpg JPG 55KB User1 Oct 1, 22 02:38:58 pm

B evUpload.mp4 MP4 7.3 MB First Tenant Admin Nov 3, 22 08:08:52 pm

»

1200t 27rows - [l 2 >

(l
/} MARCH' | e voute sawric Copyright ©2023. March Networks Corporation. All Rights Reserved.

2 You can move a single file/folder, or multiple files/folders.
a To move a single file/folder, find it and select it in the list.
In the Action column, select the arrow button to display the menu and select Move To.
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b To move multiple files or folders, find the files/folders and select them all in the list.

When you select multiple files/folders, the Bulk Action list appears at the top right of the
File list.

Select Move To.

3 selected | Bulk Action

- o
Share

Set Expiry Date

Clear Expiry Date

Move To @

3  The Move To dialog appears.

Move Evidence.cme To X
All Files/ B
(o}
B4 AllFiles
> B exemple folder
> Il TestFolder

4 Select the folder where you want to move your file(s) or folder(s), and select Move.
If there are many folders, you can use the Search field to find the one you want.

Note: You can also create a new folder from this dialog, using the Create Folder
button at the top right of the dialog. When you select this button, a field appears in the
dialog, for you to enter a name for your new folder.

Move Evidence.cme To X

v X

Al Files/ | Foider o

Enter a name and select the check mark. The new folder is added to the list of available
folders, and you can select it.

The file(s) or folder(s) are moved into the selected folder.
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Adding Tags to a File or Folder

Tags are keywords you can create and assign to an evidence file or folder.
Tags help you to categorize resources and find the resources again in a search.

Users in a group with the File Management > Update permission can add tags to their own files and
folders. Users in a group with the File Management > Manage All permission can add tags to their
own and other users’ files and folders.

Users in the Evidence Vault Admin default group can add a tag to any file or folder. Users in the
Case Investigator default group can add tags to their own files and folders. Users in the External
User default group can only view tags.

To add tags to an evidence file or folder

1 Select Evidence Vault to open the All Files page.

2 Find the file or folder you want to add a tag to, select it and open its Details panel (select the
View Details () button).

Cafeteria Camera.jpg X

Details Activity

Download

Type: JPG

Size: 2.0MB
Owner: Tenant Admin
Created On: Sep 19, 22
Modified On: Jan 24,23
Sharing: Share

Expires On:

- 2

3 Scroll to the bottom of the Details panel to view the Tags section (below the sharing Name/
Access Level table and above the Notes).

Name Access Level X

Sally Smith View X

Tags:

Motes:
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4  Select the Add Tag + button.
The Create a Tag/Add a Tag dialog appears.

Create a Tag/Add a Tag X

5 Enter a name for your new tag, and select Done.
The new tag appears in the Details panel, and in the Tags column for the file or folder.

Name Access Level X
South Office | | High Priority
Sally Smith View X
Tags: South Office X
High Priority X
MNotes:

6 You can now use the Tags column filter to find your items. Start entering the name of the tag in
the filter dialog, and it presents you with a check box. Select the check box to filter the column.

Equal teo

High o}

% High Priority

(OCETE Apply
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Adding Notes to a File or Folder

You can add text format notes to an evidence file or folder.

Users in a group with the File Management > Update permission can add notes to their own files
and folders. Users in a group with the File Management > Manage All permission can add notes to
their own and other users’ files and folders.

Users in the Evidence Vault Admin default group can add a note to any file or folder. Users in the
Case Investigator default group can add notes for their own files and folders. Users in the External
User default group can only view notes.

To add notes to an evidence file or folder

1 Select Evidence Vault to open the All Files page.

2 Find the file or folder you want to add notes to, select it and open its Details panel (select the
View Details () button).

Cafeteria Camera.jpg X
Details Activity

Dowmnload

Type: PG

Size: 2.0MB
Owner: Tenant Admin
Created On: Sep 19, 22
Modified On: Jan 24,23
Sharing: Share

Expires On:

- 2

3 Scroll to the bottom of the Details panel to view the Notes section (below Tags).

MNotes:

4 Add your text note to the box, and select Save.
The text is saved, and a Last Modified timestamp appears beneath the note text.

Notes:

This snapshot contains information
relevant to Investigation 1.
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Deleting Files or Folders

Users in a group with the File Management > Delete permission can delete their own files and
folders. Users in a group with the File Management > Manage All permission can delete their own
and other users’ files and folders.

Note: You can only delete a folder if it is empty. You must remove any files or folders from inside
a folder before you can delete it.
Removing files that are no longer needed helps you to manage your storage limit.

Users in the Evidence Vault Admin default group can delete any files and folders. Users in the Case
Investigator default group can only delete files and folders that they are the owner of, or the
contents of folders they are the owner of. Users in the External User default group cannot delete
files or folders.

To delete files or folders
1 Select Evidence Vault to open the All Files page.

B A John Smith o

Evidence Vault

File Name 3 v v v Created On 5

Case 20210520.cme CME 526.7 KB First Tenant Admin Sep 23, 22 02:00:26 pm
! EntranceDoor.jpg JPG 55KB User1 Oct 1, 22 02:38:58 pm
B evUpload.mp4 MP4 7.3 MB First Tenant Admin Nov 3, 22 08:08:52 pm

»

1200t 27rows - [l 2 >

Copyright ©2023. March Networks Corporation. All Rights Reserved.

2 You can delete a single file/folder or multiple files/folders.
a To delete a single file/folder, find it and select it in the list.
* In the Action column, select the arrow * to display the action menu.

* Select Delete.
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b To delete multiple files or folders, find the files/folders and select them all in the list.
*  When you select multiple files/folders, the Bulk Action list appears at the top right of
the File list.

2 selected Bulk Action v
- DD\‘Vn‘Oad

Share

Delets {b

Set Expiry Date

Clear Expiry Date

* Select Delete.
A dialog appears, asking you to confirm the deletion.

Are you sure you want to delete 2 files?

Anything you delete from Evidence Vault is

| Delete |

Select Delete to complete the deletion.
The files or folders are removed from the Evidence Vault and your storage is adjusted
accordingly, as shown at the top of the Evidence Vault.

permanently removed.

Download Limit Storage

o—
565.1 GE of 100.0 GB used | 300.0 GE of 100.0 GB used
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This chapter describes how to view and manage users and user groups.

You require the User Management > View permission to view the User Management tab.

To manage users, you require the User Management > View, Add, Update, and Delete permissions.
To manage user groups, you require the User Group Management > View, Add, Update, and Delete
permissions.

Permissions are allocated to user groups. Users are then assigned to a user group, which
determines the user permissions they are granted. User Group permissions are inherited by all the
users in the user group.
Note: Only users in the Evidence Vault Admin default user group can:

* edit the email addresses of other users

« disable/activate other users

Users in the Evidence Vault Admin default user group can view, add, update, and delete users and
user groups. They can also edit user email addresses and disable/activate users.

Users in the Case Investigator default user group can view other users and user groups.
Users in the External User default user group cannot view or access the User Management tab.

This chapter contains the following topics:

*«  “Viewing Users” on page 68

«  “Viewing User Groups” on page 70

+  “Available Permissions” on page 71

+ “Default User Groups” on page 75

*  “Searching for Users or User Groups” on page 76
*  “Creating Users” on page 77

+ “Editing Users” on page 79

+ “Disabling and Activating Users” on page 81

*  “Deleting Users” on page 82

*  “Creating Custom User Groups” on page 84

* “Changing the User Group Assigned to a User” on page 88
*  “Editing Custom User Groups” on page 90

*  “Deleting Custom User Groups” on page 92
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Viewing Users

Select User Management E] > Users to display the Users page.
Users in a group with the User Management > View permission can see the Users page.

On this page, users in the Evidence Vault Admin default user group can view, add, update, delete and
disable/activate users. Users in the Case Investigator default user group can view all users. Users in
the External Users default user group do not have access to this page.

Users B users

User Group

User Management T|

FirstName 3 ¥ w LastName 3 * ¥ UserName % ¥ ¥ UserGroup

Adelle West External_userl External User =
Allan Murphy External_User2 External User

len Harmon External_user2 External User m

lan Castle nvestigator 1 Case Investigator

1200 73rows - {2 3 4 > cow [

% MARCH

Evidence Vault: SAMPLE Copyright ©@2023. March Networks Corporation. All Rights Reserved.

The following information is available on the Users page.

Information | Description

First Name | The first name of the user. You can select this link to view the user account.

Last Name The last name of the user.

User Name | The user name to identify the user and for log in.
The user name can contain only letters and numbers, no special characters or accents.

User Group | The user group defines the permissions for the user.

Each user is assigned to one user group. There are 3 default user groups, or custom user
groups can be created (see “Creating Custom User Groups” on page 84)

Status The status of the user:

* Invited - An email has been sent to invite this user to log in to the Evidence Vault and
activate their account.

* Active - The user has logged into the Evidence Vault and the account is active.
+ Disabled - The user account is disabled. This user cannot access the Evidence Vault.

« Invite Expired - The user has not activated their account, and the invite has expired. If a
user does not activate their account within 3 days (72 hours), the invite expires. An
administrator can send a verification email to allow the user to activate the account.

Created On | The date and time the user was created.
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Information | Description

Action The available actions for each user:

Change User Group: Requires the “User Management > Update” permission. Only
members of the Evidence Vault Admin user group can assign other users to the Evidence
Vault Admin user group. Users cannot change their own group. Assigns the selected user
to a different user group.

Delete: Requires the “User Management > Delete” permission. Deletes the selected user.

Disable or Activate: Only members of the default Evidence Vault Admin user group can
disable or activate other users. Disables or Activates the selected user.

Note: You can only activate a user when their status is Disabled. You cannot activate a
user with status Invited - a user must activate their own account when Invited. Evidence
Vault Admin users can disable all other users except themselves.

Evidence Vault Admin users can activate all other users except themselves.

Send Verification Email: Requires the “User Management > Add” permission. Re-sends
the email allowing a user to activate their Evidence Vault account (to a user with a status
of “Invited” or “Invite Expired”).

The View Details (i) button allows you to view details about a selected user.

E Users

Jade

Anne

2 0
PR Anne Smith X
e O I
Details
FirstName 2 1w LastName $ ¥*w UserName $ ¥w  User Group
User Name: SampleUser?
= Created On: Jan 25, 23
Dart JDart Evidence Vault rea "
Status:
Smith SampleUser nvestigator
First Name: Anne
Wood MarkW External User Last Name: Smith
User Group Investigator
Castle Castlel External User
Email Address: ssmith@sample.com

The following information is available on the details panel.

Information Description

User Name The user name.

Created On The date this user was created.

Status The status of the user, for example, Active or Invited.

First Name, The user’s first and last name.

Last Name

User Group The user group that this user is a member of. Only one group per user.

A user’s group membership defines their user permissions.

Email Address

The email address associated with this user.
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Viewing User Groups

Selecting User Management E] > User Group displays the User Group page.

Users in a group with the User Group Management > View permission can see the User Group
page.

On this page, you can view all Evidence Vault user groups. Depending on your user permissions,
you can also, add, update, and delete user groups.

Users in the Evidence Vault Admin default user group can view, add, update, and delete custom
user groups. Users in the Case Investigator default user group can view all user groups. Users in the
External User default user group do not have access to this page.

The default user groups help you define user roles, described in “Default User Groups” on page 75.
You cannot add, edit, or delete the default groups.

John Smith @

Users a Usar Group

User Group Default Groups Custom Groups

User Management T|

2 O lii
Name 2 ¥ Members = ¥ Description * Action

Evidence Vault Admin 2 Administrator for the Evidence Vault. Manage users and all files

Case Investigator 7 nvestigator for the Evidence Vault. Upload. download, and man:

External Use 10 A user of the Evidence Vault (minimal permissions). Downlead fil
»

1303 < [1]

% MARCH

Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

The following information is available on the Default Groups and the Custom Groups pages.

Information Description

Name The name of the user group. The name is a link that you can select to open the details
for that user group.

Members The number of members in the user group.

Description Description for the user group.

Action The available actions for each user group:

* Create New Group From - Creates a new user group based on this group. The
new user group is created with all the same permissions as the original, then you
can edit the permissions of the new group as desired.

Note: You cannot create a new group from the Evidence Vault Admin group.

* Delete - Deletes a custom user group. You cannot delete any of the default user

groups.
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Available Permissions

This section describes the available permissions. You apply permissions to user groups, then assign
users to a group. For example, if you want to create an administrator user, you can assign them to
the default Evidence Vault Admin user group.

The user group you assign to a user determines the user permissions they are granted. User Group
permissions are inherited by all the users in the user group.

If you want to change a user’s permissions, you must either change that user’s group, or change the
permissions assigned to their user group. If you change a user group’s permissions, it affects every
user that is a member of that user group.

For more information, see “Changing the User Group Assigned to a User” on page 88 or “Editing
Custom User Groups” on page 90.

an User Group > awm Evidence Vault Admin

* User Group Name: External @

User Group Description:

Permissions User Group Members
* A group must have at least cne permission

File Management Manage All & :

Evidence Vault
Share A
Share with New Users @ Admin

default group
permissions

User Management

User Group Management

There are four basic categories of permission: External, File Management, User Management, and
User Group Management. These categories are described in the following sections.
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The External check box, found at the top of the User Group page, acts as a flag to hide non-
essential information from users. These are users that you want to share files with, but they may not
be a trusted member of your organization. When this flag is selected:

* You cannot select the “Manage All” or the “Share” check box in the File Management section.
* The following information is hidden from the users in this group:

* Download Limit and Storage information

* For files: the file Owner, the Created On date, and the name of the person that last modified a
file note, the Activity tab in the Details panel, details of the user that shares files you own.

+ Evidence Vault table columns: Owner, Created On, and Shared With are hidden. Instead, an
External User sees Shared By and Shared On columns.

File Management Permissions
The available File Management permissions are outlined in the following table.
File Management Permissions

Permission

Description

Manage All

Manage all files in the system (owned by any user).

Includes all permissions (view, preview, download, add, update, delete, share,
share with new users).

View

View your own files and files that are shared with you.

View the Evidence Vault menu, download and storage information, list of files
and file details, your basic account information (and edit first and last name, if
required).

View the activity tab for your own files.
Remove sharing (stop viewing) files that are shared with you.

Preview

Open and preview the video or image from your own files and files that are
shared with you. See “Previewing Evidence Files” on page 41.

Note: Previewing a file counts toward the Download Limit (the amount of files
you can download from the Evidence Vault).

Download

Download your own files and files that are shared with you.
Without this right, the Download option (in the Action column) does not appear
for the files in the Evidence Vault.

Note: Counts toward the Download Limit (the amount of files you can download
from the Evidence Vault).
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Permission Description

Add Add (upload) files to the Evidence Vault and create folders in the Evidence
Vault.
Without this right, the Upload Ill button does not appear at the top of the
application.
See “Uploading Evidence Files” on page 36 and “Creating Folders in the
Evidence Vault” on page 45.
Note: If a folder is shared with “View” permission, you cannot add to the folder
even with “File Management > Add” permission. If a folder is shared with “View &
Add” permission, you also require the “File Management > Add” permission to
add content to the folder.

Update Edit your own files and folders.
This includes the right to rename, set/clear expiry date, add/delete tags, add/
edit notes, and move the files and folders.

Delete Delete your own files and folders.
Note: You can only delete a folder if it is empty.

Share Share files with other users who are already active users in the Evidence Vault.

Share with New
Users

Share files with new users, by inviting them to activate an account in the
Evidence Vault.

Invited users are automatically added to the default External User group with
limited permissions, and are able to view the files shared with them. (You can
change their user group later, if desired.)

User Management Permissions

The available User Management permissions are outlined in the following table.

User Management Permissions

Permission Description

View View the list of users in the User Management > Users page.

Add Create one or more users, and send the verification email (to allow new users
whose invite has expired to activate their account).
Only members of the Evidence Vault Admin group can add another users as
members of the Evidence Vault Admin group.

Update Edit other users (edit first and last name, change assigned user group).
You cannot change your own user group.
Only members of the Evidence Vault Admin group can update other Evidence
Vault Admin group members.

Delete Delete one or more users.

You cannot delete your own user account.

Only members of the Evidence Vault Admin group can delete other Evidence
Vault Admin group members.
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User Group Management Permissions
The available User Group Management permissions are outlined in the following table.
User Group Permissions

Permission Description

View View the list of user groups in the User Management > User Group page.

Add Create one or more custom user groups.
Note: You can create totally new custom groups, or use the “Create New Group
From” action to copy an existing group (all permissions are copied from the
existing group, then can be edited).

Update Edit the custom user groups.
You cannot edit permissions of your own group.

Delete Delete custom user groups.

You cannot delete a group if it has members. The members must be re-assigned
to other groups first.
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The default user groups for the Evidence Vault cannot be deleted

assigned to the default groups define the user type.

Evidence Vault Admin
Default permissions:
* File Management: Manage All

- Includes all file management rights: can manage any file
from any user.

* User Management: View, Add, Update, Delete.

- Includes other users in the Evidence Vault Admin group.

- Can edit the email addresses of other users.
- Can activate and disable other users.
* User Group Management: View, Add, Update, Delete.

Case Investigator
Default permissions:

* File Management: View, Preview, Download, Add, Update,
Delete, Share, Share with New Users

* User Management: View
* User Group Management: View

External User

Default permissions:

* External check box: hides non-essential information
* File Management: View, Preview, Download.
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or edited. The permissions

* User Group Name External @
User Group Description
Permissions User Group Members
* A group must have at least one permission
File Management Manage All &

View Share

Share with New Users @

User Management

User Group Management

* User Group Name External @
User Group Description

Permissions User Group Members

* A group must have at least one permission

File Management Manage All &
View Share
Preview Share with New Users @
Download
Add
Update

Delete

User Management

User Group Management

* User Group Name: External @
User Group Description
Permissions User Group Members

* A group must have at least one permission

File Management Manage All ©
View Share
Breview Share with New Users ©
Download
Add
Updat:

User Management

User Group Management
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Searching for Users or User Groups

Users in a group with the User Management > View permission can search for users. Users in a
group with the User Group Management > View permission can for user groups.

Users in the Evidence Vault Admin and Case Investigator default user groups can search the user
and user group lists.

Users in the External User default user group do not have access to User Management.

To search for users or user groups
1 Open the User Management E] > Users tab or the User Management E] > User Group tab.
The Search box is at the top of either window.

B Users

[ | First Name % ¥ w LastName 3 ¥ w UserName %

a% User Group Qo2
Default Groups Custom Groups

X Members 3 Description &

2 Enter text into the Search box.
For users, the system searches the First Name, Last Name, and User Name columns.
For user groups, the system searches the Name column.

3 Select the search ¢ button or press Enter on your keyboard to activate the search.
The list refreshes to display only the users or user groups that match your text.
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Creating Users

Users in a group with the User Management > Add permission can create users.

Users in the Evidence Vault Admin default user group can create all types of new user (Evidence
Vault Admins, Case Investigators, External Users). Users in the Case Investigator default user group
cannot create users, they can only view users. Users in the External Users default user group do not
have access to the Users page.

Note: Only users in the Evidence Vault Admin default user group can assign other users to the
Evidence Vault Admin default group. For example, a user in a custom group with the User
Management > Add permission can create a new user, but cannot assign them to the Evidence
Vault Admin default user group.

To create a new user

1 Loginto the Evidence Vault as an Administrator and select User Management E > Users.
The Users page appears.

Users

User Group

FirstName + ¥ w LastName + ¥ ¥ UserName 3+ ¥ ¥ UserGroup

User Management 1]

Adelle West External_user1 External User
Allan Murphy External_User2 External User

Jen Harmon External_user3 External User m

lan Castle nvestigator 1 Case Investigator

1-20 of 73 rows 2 3

Evidence Vaul: SAMPLE Copyright ®2023. March Networks Corporation. All Rights Reserved.

2 Inthe top right corner, select the Create New User +% button.
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L4
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User page opens.

o Users > & Create New User Send Invitation Cancel

Mew User

Basic Information

* User Name:

# First Name:

* Last Name:

* Email:

* User Group:

Enter the followi

ng information for the new user. Mandatory information has a red asterisk (*).

Information | Description
User Name The user name to identify the user and for log in.
The user name can contain only letters and numbers, no special characters or accents.
First Name The first name of the user.
Last Name The last name of the user.
Email The email address of this user.
Note: It is essential that this is a valid email address, as the system activates the
account and communicates information and shared files using this email address.
User Group Select a user group, which determines the user permissions. The following user groups

are the default groups for the Evidence Vault:

+ External User

* Case Investigator

+ Evidence Vault Admin

You can alternatively assign the user to a custom user group.

User groups have permissions which are assigned to the user as a part of the group.
You can only assign one user group per user.

3 Select Send Invi
An email is sent

tation.
to this person to invite them to log in to Evidence Vault.

The user is added to the Users list with a status of Invited. When the user logs into the Evidence

Vault, the status

March Networks Evide

changes to Active.
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Editing Users

Users in a group with the User Management > Update permission can edit users.

You can change a user’s first and last name, and/or assign them to a different user group.

Users in the Evidence Vault Admin default user group can update all types of user (Evidence Vault
Admins, Case Investigators, External Users). Users in the Case Investigator default user group
cannot update users, they can only view users. Users in the External Users default user group do
not have access to the Users page.

Notes:

Only users in the Evidence Vault Admin default user group can edit other users in the Evidence
Vault Admin default group.

Only users in the Evidence Vault Admin default user group can edit other users’ email
addresses.

Users cannot change their own user group.

To edit a user
1 Loginto the Evidence Vault as an Administrator and select User Management E > Users.

The Users page appears.
Find the user you want to edit, and select their name in the First Name column.
The user information page opens. (External User information page shown.)

R . >
Users > 4 Anne Smith V4

Anne Smith

Status:
Basic Information

User Mame:

# First Name:

# Last Name:

* Email:

* User Group:
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3 Select the pencil #" icon in the upper right corner to change the page to edit mode.

Users > am Anne Smith Save Cancel

Anne Smith

Status:

Active

Basic Information

User Name:
* First Name: | Anne
# Last Name: | Smith

* Email: | ssmith@sample.com

* User Group: = External User

4 You can now edit any of the fields in the Basic Information, except for the User Name.
Note: Only users in the Evidence Vault Admin default user group can edit email addresses.
You can change the group assigned to this user, to alter their permissions (one group per user).
You cannot change your own user group.

5 Click Save.
The system saves the edits to this user.
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Disabling and Activating Users

When a user is in the Active state, the user can be disabled to deny them access to the Evidence Vault.

Users in the Evidence Vault Admin default user group can disable any other user with an Active
status. Evidence Vault Admin users cannot disable themselves.

When a user is in the Disabled state, the user can be re-activated. The same rules apply: an
Evidence Vault Admin can activate other users.

Note: Users in other user groups (default or custom) cannot disable or activate users, these

activities are exclusive to the Evidence Vault Admin default user group.

To disable a user

1 Logintothe Evidence Vault as an Evidence Vault Admin and select User Management E > Users.
The Users page appears.

2 Find the user you want to disable, and in the Action column for the user, select Disable.

When you disable the user, the Status of the user in the User list changes to Disabled, and this
user is no longer able to log into the Web Client.

B Users a +8 @

[ ] FirstName £ ¥ ¥ LastName # % ¥ UserName 2 ¥ ¥ UserGroup ¥ Status

ally Smith Sample Case Investigator Disabled

To activate a disabled user

1 Logintothe Evidence Vault as an Evidence Vault Admin and select User Management E > Users.
The Users page appears.
2 Find the disabled user you want to activate, and in the Action column for the user, select Activate.

Status o Action

Disabled
Change User Group

Delete

Activate @
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When you activate the user, the Status of the user in the User list changes to Active, and this
user can log in and use the Web Client again.

B Users Q| 48 @

[ | FirstName $+ ¥ ¥ LastName #+ ¥ ¥ UserName 3 ¥ ¥ UserGroup ¥ Status

ally Smith Sample Case Investigator

Deleting Users

All the user’s data is permanently removed when you delete them. You can delete a user in any state
(Invited, Active, Disabled).

Users in a group with the User Management > Delete permission can delete users.

You can delete a single user, or multiple users at the same time. You cannot delete your own user
account.

Users in the Evidence Vault Admin default user group can delete users. Users in the Case
Investigator and External Users default user groups cannot delete users.

Note: Only users in the Evidence Vault Admin default user group can delete other users in the
Evidence Vault Admin default user group.
To delete one or more users
1 Loginto the Evidence Vault and select User Management E > Users.
The Users page appears.
2 Find the user or users you want to delete, and either:
* To delete one user, in the Action column for that user, select Delete.
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* To delete multiple users at the same time, select the check boxes of the users you want to
delete. The Bulk Action list appears at the top right of the user list. Select Delete.

By users a +e
2 selected Bulk Action w o (:J LT}
FirstName % * v LastName £ * w UserName %+ * ¥ User Group ¥ Status ¥ Action
Sam West SampleUser Case Invastigator Active v
Gladys Jonson Glonson External User Active v
John Harmon Harmon) Case Investigator v

3 A confirmation dialog appears, checking that you really want to permanently delete the user or
users, and all their data.

Are you sure you want to delete
SampleUser?

A uszer's data is permanently removed from the

system if you delete their account

Cancel n

4 Select OK to complete the deletion.

March Networks Evidence Vault User Guide 83



Managing Users

Creating Custom User Groups

Users in a group with the User Group Management > Add permission can create custom user
groups.

Custom user groups allow you to create groups with a different set of permissions from the default
user groups.

You can create a totally new group, or you can copy an existing group and edit the permissions.

Users in the Evidence Vault Admin default user group can create custom user groups. Users in the
Case Investigator and External Users default user groups cannot create custom users groups.

Users are added to a user group when you create or edit a user, see “Creating Users” on page 77 or
“Editing Users” on page 79.

User Group permissions are inherited by all the users added to the user group.

To add a custom user group
1 Open the User Management E > User Group page. Custom Groups are listed in the subtab.

John Smith e

2% User Group aem

Default Groups  Custom Groups

& O lii

Name % X  Members # ¥ Description & ¥ Action
Sample User Group 4 This is a sample user group,
External User Uploader 8 An external user of the Evidence Vault with file upload permissio

File Viewer " A user of the Evidence Vault with minimum permission.

»
1-30f3rows - [

Copyright ©2023. March Networks Corporation. Al Rights Reserved.

2 Select the Create New User Group +2%', button from the top right corner of the page.

Note: You can also create a new user group from an existing user group, if you want to
create a new group with the same permissions as the existing group, and edit the
permissions once the group is created.

Find the user group with the permissions you want to copy, and in the Action column,
select the Create New Group From option.

(You cannot create a new group from the Evidence Vault Admin user group.)
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The New User Group page opens.

You can add a name (required) and a description (optional) for the user group.

Note: If you used the Create New Group From option to create the new group, the name,
description, and permissions are populated, and you can edit them to create the new group.

aw User Group > A New User Group - Cancel

* User Group Name: External ®@
User Group Description:
Permissions User Group Members

* A group must have at least one permission

File Management Manage All &

Share
Share with New Users @

User Management

User Group Management

3 The External check box appears beside the User Group Name, and acts as a flag to hide non-
essential information from users. A user group marked External is intended for users that you
want to share files with, but may not be trusted members of your organization.

- User Group > & New User Group - Cancel

* User Group Name: External © External check box

User Group Description:

If you select the External check box, you cannot select Manage All, Share, or Share with New
Users in the File Management permissions.

The following information is hidden from users when the External check box is selected:
+ Download Limit and Storage information

* For files: the file Owner, the Created On date, and the name of the person that last modified
a note, the Activity tab in the Details panel, details of the user that shares files you own.

* Evidence Vault table columns: Owner, Created On, and Shared With are hidden. Instead, an
External User sees Shared By and Shared On columns.
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4 |In the Permissions tab, available permissions are listed. These are the rights that you can assign
to this user group, for File Management, User Management, and User Group Management.

-n UserGroup » &% New User Group m Cance

Permissions Group Mambers

User Management

User Group Management

5 Select the permissions for the new group, as described in the following table. You must select
at least one permission for each user group.

Permissions

Description

File Management

Select what this group can do with files (including folders).

Permissions for file management include Manage All, View, Preview, Download,
Add, Update, Delete, Share, and Share with New Users.

Manage All automatically selects all the available permissions for file
management.

Note: You cannot select Manage All, Share, or Share with New Users if the
External check box is selected.

See “File Management Permissions” on page 72 for descriptions.

User Management

Select what this group can do with users.
Permissions for user management include View, Add, Update, and Delete.
See “User Management Permissions” on page 73 for descriptions.

User Group
Management

Select what this group can do with user groups.
Permissions for user group management include View, Add, Update, and Delete.
See “User Group Management Permissions” on page 74 for descriptions.
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6 You can select the User Group Members tab, but when you first create a new user group there
are no members.

Users are added to a user group when you create or edit a user. To add users to your custom
user group after it is created, see “Changing the User Group Assigned to a User” on page 88.

7  When you are finished setting the basic information and permissions for the user group, select
the Save button.

The User Group > Custom Groups page appears, with the new user group added to the list. The
new user group does not have any members until you add the user group to a user’s account.

aw User Group Q42

Default Groups Custom Groups

Name % ¥ Members 3 ¥  Description %

Sample User Group 0 This is a sample user group. v

3
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Changing the User Group Assigned to a User

You can change the user group assigned to a user. User groups are how you allocate permissions
to users. You can assign users to a custom user group or to a default user group.

Notes:
* Only one user group can be assigned per user. Each user requires a user group for permissions.

* You can also change the user group assigned to a user by editing their user information, as
described in “Editing Users” on page 79.

+ You cannot change your own user group.

Users in a group with the User Management > Update permission can assign users to a different
user group.

Users in the Evidence Vault Admin default user group can assign users to groups. Users in the Case

Investigator and External Users default user groups cannot assign users to groups.

To assign a user or users to a different user group

1 Loginto the Evidence Vault as an Administrator and select User Management E > Users.
The Users page appears.

B Users o & ®

FirstName 5 ¥ w LastName # ¥ w UserName %+ * w User Group

Adelle West External_user1 External User Active v
Allan Murphy External_User2 External User

Jen Harmon External_user3 Extarnal User m

Ian Castle nvestigator 1 Case Investigator Active v

1-20 of 73 rows 234 >cow [

2 Find the user or users you want to assign to a different user group.
* For asingle user, in the Action column of the user, select Change User Group.
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* For multiple users, select all the users in the list. When you select multiple users, the Bulk
Action list appears at the top right of the list.

In the Bulk Action list, select Change User Group.

5 selected | Bulk Action |

- Change Lser{%'c.w

Disable

Activate

The Change User Group dialog appears.
Change User Group X

User Group

External User

3 Select a new User Group from the drop-down list and select Apply.

4 When you view the user groups you just assigned the user(s) to, or removed the user(s) from
(select User Management E > User Group), the changes are in effect.

If you just assigned a user, the user is displayed in the User Group Members tab as a member.

- - 3
s UserGroup > amm Sample User Group V4

* User Group Name:

User Group Description:

Permissions User Group Members

< BINVRIN T

First Name 2 x Last Name 2 ¥ User Name %

Anne Smith SampleUser

If you removed a user, the user is not displayed as a user group member anymore.

The following information is available for users in the group, on the User Group Members tab:
* First Name — The first user name of the user in the user group.

* Last Name — The last user name of the user in the user group.

* User Name — The user name of the user in the user group.

+ Status — The status of the user in the user group, for example, Active or Invited.

Note: You can also change the user group assigned to a user by editing their user information, as
described in “Editing Users” on page 79.
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Editing Custom User Groups

Users in a group with the User Group Management > Update permission can edit custom groups.

Users in the Evidence Vault Admin default user group can edit custom groups. Users in the Case
Investigator and External Users default user groups cannot edit custom groups.

You can edit the basic information and permissions for a custom user group. You cannot edit the
default user groups.

Important: When you change a user group’s permissions, it affects every user that is a member of
the user group.

To edit a custom user group
1 Open the User Management E > User Group page and select the Custom Groups subtab.

Us A% User Group

Default Groups | Custom Groups

User Group

¥ Members 5 ¥  Description 3

Sample User Group 4 This is a sample user group.

User Uploader 8 An external user of the Evidence Vault with file upload permissia

File Viewer 11 A user of the Evidence Vault with minimum permission.

»
1-30f3rows - [l

<
,} MARCH Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

2 Find the custom user group you want to edit, and select the link in the Name of the group.
The user group details appear in view only mode.

_ _ Y
an UserGroup > amm Sample User Group 7

* User Group Name: External @

User Group Description:

Permissions User Group Members
* A group must have at least one permission
File Management Manage All &

User Management

User Group Management
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3 Select the pencil #" icon in the upper right corner to change the page to edit mode.

The Save and Cancel buttons appear (replacing the pencil icon) and the details become
available for editing.

an UserGroup > aam Sample User Group - Cancel

* User Group Name: = Sample User Group External @

User Group Description: | This is a sample user group.
Permissions User Group Members
* A group must have at least one permission

File Management Manage All @

Share with New Users @
Add
Update
Delete

User Management

View Add Update Delete

User Group Management

View Add Update Delete

You can now edit the User Group Name or description.
5 You can change the permissions of the user group, if permitted.

Important: When you change the user group’s permissions, it affects every user that is a
member of the user group.

For more information on permissions, see “Available Permissions” on page 71.
6 You can select the User Group Members tab to view the members of the group.

Note: You cannot add or remove users from the user group on this page. To add or remove
users from the user group, you must access the user pages, as described in “Changing the User
Group Assigned to a User” on page 88.

7 When you are finished editing the user group, select Save.
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Deleting Custom User Groups

You cannot delete a custom user group that has users. You must re-assign the users to a different
group before you can delete the custom group.

Users in a group with the User Group Management > Delete permission can delete custom user
groups.

Users in the Evidence Vault Admin default user group can delete custom user groups. Users in the
Case Investigator and External Users default user groups cannot delete custom user groups.

To delete a user group

1 Open the User Management E > User Group page and select the Custom Groups subtab.

ers o User Group

0. &
User Group Default Groups Custom Groups

Members &+ * Description 3
This is a sample user group.
An external user of the Evidence Vault with file upload permissia

A user of the Evidence Vault with minimum permission.

»
1-3 of 3 rows

Evidence Vault: SAMPLE Copyright ©2023. March Networks Corporation. All Rights Reserved.

Rz AT

2 If the user group has one or more members, you must remove them from the group before you
can delete it.

In the Users page, you can select all the users that are members of the group, then select
Change User Group from the Bulk Action menu, and assign the users to a different group.

15 selected | Bulk Action | Change User Group ¥

- ChsngeLse@jG'c_lo —

Disable

m
m

User Group

Activate

Note: You can also edit users individually to change their group, see “Editing Users” on
page 79.

3 When the user group is empty (0 members), select Delete from the Action column.
A dialog appears to confirm the delete.

Confirm

Are you sure you want to delete this user group?

4 Select Confirm.
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Chapter 5

Quick Reference:
User Activities & Default User Groups

The Evidence Vault has three default user groups, with different permissions: the Evidence Vault
Admin, the Case Investigator, and the External User.

This chapter compares the default user groups and the activities each has permission to perform in
the Evidence Vault.

For more information on the default user groups and permissions, see "Default User Groups” on
page 75 and "Available Permissions” on page 71.

This chapter contains the following quick reference sections:
* "General Activities” on page 94

* "User Management Activities” on page 94

* "File Management Activities” on page 95
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Quick Reference: User Activities & Default User Groups

The following table outlines the general activities for each default user group in the Evidence Vault.

Evidence Case External

Activity Permission Required Vault Admin | Investigator | User
View the Download Limit and Storage | File Mng > View v v
information When the External

check box is selected,

this info is hidden.
View your own Basic Information File Mng > View v v v
(From the Account menu selection in
the user name icon @ menu)
Edit your own first and last name in File Mng > View v v v
Basic Information
(From the Account menu selection in
the user name icon @ menu)
Change your own password. File Mng > View v v v

(From the Account menu selection in
the user name icon @ menu)

User Management Activities

The following table outlines the user management activities for each default user group.

Evidence Case External

Activity Permission Required Vault Admin | Investigator | User
Access the Users and User Group tab | User Mng > View v v

User Grp Mng > View
Edit another user’s Basic Information User Mng > Update v
(except for User Name).
Edit own Basic Information (First Name | User Mng > Update v
and Last Name only).
Edit another user’s email address. Evidence Vault Admin v

default group only
Change another user’s user group. User Mng > Update v
(Cannot change own group, only users
in the EV Admin default group can change
others in the EV Admin default group.)
Add/update/delete users in the Evidence Vault Admin v
Evidence Vault Admin group. default group only
Add new users User Mng > Add v
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Evidence Case External
Activity Permission Required Vault Admin | Investigator | User
Disable/Activate users Evidence Vault Admin v
default group only

Delete user accounts User Mng > Delete v

(Cannot delete own account, only users in

the EV Admin default group can delete

others in the EV Admin default group.)

File Management Activities
The following table outlines the file management activities for each default user group.

Evidence Case External

Activity Permission Required | Vault Admin | Investigator | User
View the Evidence Vault Files tab. File Mng > View v v v
View files - list of image and video files | File Mng > View v v v
Preview files - display full images and File Mng > Preview v v v
play videos in the Evidence Vault

View folders and folder content File Mng > View v v v
Upload files (cannot upload folders) File Mng > Add v v

Download files (cannot download folders) | File Mng > Download v v v
Create folders File Mng > Add v v

Rename your own files and folders File Mng > Update v v

Rename another user’s files and folders | File Mng > Manage All v

Move your own files and folders File Mng > Update v v

Move another user’s files and folders File Mng > Manage All v

Share your own files and folders with File Mng > Share v v

existing users

Share your own files and folders with File Mng > Share with v v

new users (invited users) New Users

Share another user’s files and folders File Mng > Manage All v

with existing and/or new users

Delete your own files and folders File Mng > Delete v v

Delete another user’s files and folders File Mng > Manage All v




Evidence Case External
Activity Permission Required | Vault Admin | Investigator | User
Stop Sharing your own files and folders | File Mng > Share v v
Stop Sharing another user’s files and File Mng > Manage All v
folders
Remove Sharing (remove your access to | File Mng > View N/A L v v
a file shared with you)
Add files and subfolders to another File Mng > Add v If share is
user’s folders View & Add
Add/remove tags for your own files and | File Mng > Update v v
folders
Add/remove tags for another user’s files | File Mng > Manage All v
and folders
View file details (Details panel) File Mng > View v v v
Edit Notes for your own files (Details panel) | File Mng > Update v v
Edit Notes for another user’s files (in File Mng > Manage All v
Details panel)
View who last modified a Note for your | File Mng > View v v
own files or folders (in Details panel)
View who last modified a Note for File Mng > Manage All v
another user’s files or folders (in Details
panel)
Add/Change/Remove sharing expiry File Mng > Update v v
date of your own files and folders
Add/Change/Remove sharing expiry File Mng > Manage All v
date of another user’s files and folders
View Activity panel information for your | File Mng > View v v
own files and folders
View Activity panel information for File Mng > Manage All v
another user’s files and folders
View Sharing information for your own File Mng > Share v v
files (in “Shared With” table column and
in Details panel)
View Sharing information for another File Mng > Manage All v

user’s files (in “Shared With” table
column and in Details panel)

1. Users with the File Mng > Manage All permission (which includes users in the Evidence
Vault Admin default group) do not have the Remove Sharing option, as they can always view

all files and folders.



Company Overview

March Networks® helps organizations transform video into business intelligence through
the integration of surveillance video, analytics, and data from business systems and loT
devices. Companies worldwide use our software solutions to improve efficiency and
compliance, reduce losses and risk, enhance customer service and compete more
successfully. With deep roots in video security and networking, March Networks is also
recognized as the leader in scalable, enterprise-class video management and hosted
services. We are proud to work with many of the world’s largest financial institutions,
retail brands, cannabis operators and transit authorities, and deliver our software and
systems through an extensive distribution and partner network in more than 70 countries.
Founded in 2000, March Networks is headquartered in Ottawa, Ontario, Canada. For
more information, please visit

Customer Support and Assistance

Certified partners can telephone our Technical Support team Monday to Friday during
business hours or email at any time.

North America, South America, & Asia Pacific

Telephone - 1 613 591 1441
Toll Free (US & Canada) - 1 800 472 0116
Email - techsupport@marchnetworks.com

Europe, Middle East, & Africa

Telephone - +39 0362 17935 extension 3
Email - supporteurope@marchnetworks.com

If you have purchased a March Networks solution through one of our Certified Partners, please
contact your representative directly for first level technical support and assistance with RMA
services.
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