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Chapter 1

Introducing the Discovery Browser

March Networks’ Discovery Browser is a user-friendly network discovery utility that i
allows you to detect and configure the network settings of each March Networks, Axis ,
and Onvif 2.4-compliant device on the network.

The Discovery Browser (version 4.7) comes in two different versions:

- Edge Device (Standalone): This version is shipped with March Networks cameras,
encoders and X-Series Hybrid Recorders, and must be manually installed on the
system. This version allows you to open the setup and visualization interface for the
device and upgrade the firmware for the devices.

* 8000/9000 Series and RideSafe Recorders (bundled): This version is integrated into
Administrator Console (5.12.0 and higher). This version shows the name and IP
address of the connected NVR and which IP cameras have been added to the NVR,
and allows you to add new devices to 8000 Series Hybrid NVRs, 9000 Series NVRs,
and RideSafe GT/MT/RT Hybrid NVRs (5.12.0 and higher).

Note: The Discovery Browser is not bundled with X-Series Hybird Recorders and
must be manually installed on the system.

Other Available Publications

Additional publications about X-Series Hybrid Recorders, 8000/9000 Series recorders,
RideSafe Hybrid NVRs, the Visual Intelligence software suite, and March Networks edge
devices are available from the March Networks official website and the Partner Portal.
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Chapter 2

Getting Started

This chapter explains how to install the Discovery Browser (both Edge Device, and 8000/
9000 Series and RideSafe versions), launch the application, and perform a network scan.

This chapter contains the following sections:

*  “Reviewing the System Requirements” on page 6

* “Installing and Upgrading the Discovery Browser” on page 7
 “Accessing the Discovery Browser” on page 9
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Reviewing the System Requirements

Before you install the Discovery Browser, ensure your system meets the recommended
requirements. These system requirements are applicable to the Discovery Browser (Edge
Devices version) and to the Administrator Console.

Requirements Description

Operating system (OS) Windows 8, Windows 8.1, and Windows 10

Note: 64-bit Operating System and a minimum of 4GB of
memory are required for smooth reverse playback via
Command Client and Command Player.

Software e For Windows 8.1 users, it is required to download
and install the following updates from the Microsoft
website. The updates must also be applied in the
following order:

1- KB2919442

2- KB2919355

* Microsoft .NET Framework 4.5.2 and Visual C++ 2015
Redistributable required
Note: If .NET Framework 4.5.2 and Microsoft Visual
C++ 2015 Redistributable are not installed on the
Client PC, the Command Client and the Command
Player .EXE installers automatically trigger the
installation of the components (an internet
connection is required). To install Command Client
and Command Player from .MSl installers, or to use
the Command Player Portable application, (if not
present) it is required to manually install the two
components from the Command Software DVD or
from the Microsoft official website. For the .NET and
Visual C++ system requirements, please visit the
Microsoft official website.

Processor (CPU) Intel i3 or equivalent (minimum)

Memory 2GB (minimum); 4GB (recommended)

HDD Space 200 MB (Edge Devices version); 1 GB (Administrator
Console)

Network interface Gigabit Ethernet

Video Intel HD video card or equivalent (minimum)

Note: For the multi-monitor feature, it is required a
video card with a minimum of 256MB per monitor.




Installing and Upgrading the Discovery Browser

You can install the Discovery Browser standalone version by downloading the installer
from the March Networks official website and the Partner Portal, while the version
optimized for 8000/9000 Series and RideSafe recorders is automatically installed with
Administrator Console.

Select your installation:
*  “Installing and Upgrading the Discovery Browser for Edge Devices” on page 7

«  “Installing and Upgrading the Discovery Browser for 8000/9000 Series and RideSafe
Recorders” on page 8

Installing and Upgrading the Discovery Browser for Edge
Devices

You can download the Discovery Browser installer from the March Networks official
website and the Partner Portal. You can also upgrade from previous versions to version
4.6.

To install the Discovery Browser for edge devices

1 Download the installation package from the March Networks official website or the
Partner Portal in a folder of your choice.

2 Double-click the DiscoveryBrowser.exe or the DiscoveryBrowser.msi file in the
selected folder.

The Discovery Browser Setup Wizard appears.

[ Discovery Browser Setup = x

Welcome o the Discovery Browser
Setup

March Networks

Setup wil guide you through the installation of Discovery
Browser.

Itis recommended that you dose all other applications
before starting Sctup. This wil make it possible to update
relevant system files without having to reboot your
computer,

Click Next to continue.

% MARCH'

networks

3 Click Next to proceed with the installation, or click Cancel to exit the installation.
4 Read the software license agreement and select the | accept the terms in the License
Agreement option.

Note: You must accept the software license agreement before you can install
Discovery Browser. If you do not accept the agreement, the installation process
cannot proceed.

5 Click Next to proceed, or click Back to return to the previous step.

6 Choose the folder in which you want to install Discovery Browser. You can enter the
folder path, or you can click Change to navigate to and select the folder.

Click Next to proceed, or click Back to return to the previous step.
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Click Install.

Note: The .exe installer is able to automatically download and install the software
required to run Discovery Browser: an Internet connection is required.

Click Finish to complete the installation. There is no need to restart the system.

To upgrade the Discovery Browser for edge devices

1

Download the Discovery Browser 4.6 installer from the March Networks official
website or the Partner Portal.

Important Note: You must download the same type of installer (.exe or .msi) that you
used to install the previous version.

Double-click the DiscoveryBrowser.exe or the DiscoveryBrowser.msi file and follow
the procedure described in “To install the Discovery Browser for edge devices” on
page 7.

Note: You must install Discovery Browser 4.6 in the same directory as the previous
version.

Installing and Upgrading the Discovery Browser for 8000/
9000 Series and RideSafe Recorders

The Discovery Browser application is installed with Administrator Console.

Note: This procedure is not applicable for X-Series Hybrid Recorders.

To install and upgrade the Discovery Browser for 8000/9000 Series and RideSafe recorders

1

Insert your Visual Intelligence DVD into the computer’s DVD-ROM drive. Navigate to
the DVD and double-click the Autorun.exe file on the DVD. If you downloaded the
installation package from the March Networks Partner Portal, extract the package and
double-click the Autorun.exe file in the selected folder.

Click Install System Management Applications.

Install Administrator Console as described in the Administrator Console User Manual,
available for download from the March Networks official website and the Partner
Portal.

Note: The installer checks if the computer meets the system requirements and
automatically installs the components required to run the Discovery Browser: an_
Internet connection is required.




Accessing the Discovery Browser

Accessing the Discovery Browser

You access the Edge Device version by launching its standalone application, while you
access the 8000/9000 Series and RideSafe recorders version via the Administrator
Console. As the Discovery Browser is accessed, it automatically performs a network scan
on the primary network card.

Select your version:
+  “To access the Discovery Browser for Edge Devices/X-Series” on page 9

+  “To access the Discovery Browser for 8000/9000 Series and RideSafe recorders” on
page 11

To access the Discovery Browser for Edge Devices/X-Series

1 Launch the Discovery Browser application by double-clicking the shortcut on the
desktop.

P2
=i

The Discovery Browser main page appears and automatically performs a search on
the main network card installed on the system.

oo CTVETERCTINR] © oo o o b (03179072 9 0

Type T Brand T | Modd ° T Name ¥ Operation Jabws 7 DICP 7 IPAddes T Melmaok 7T Galeway T DNS T DNS2 T Version T

[ - March Hetworks  Command Recording Server ROMMCIATTIZD Yes 1031767 255.255.255.0 103171 10.51.250.122 10312120 27012
L - March Networks  Command Recording Server CRS-TP-ITA Yes 1031.7.205 2552552550 103171 10.501.250.122 10312120 2.6.0.108
B March Networks Edge 4 edged_avergani Unknown 10317000 2552552550 103171 146200409241 15200
- March Metworks. Edge 4 Edged_Crivelli Unknown  10.31.7.37 255.255.255.0 103171 1.4.6.20140924115200
- March Metworks  Cdge 4 £ Cdgede Yes 1031.7.209  255.255.255.0 1031.7.1 10312120 10.50.250.122 2.4.2.2005020410423%-Raging21d
B March Metworks  Edgelse Edge166-125-MFT es 10317036 2552552550 103171 10312120 1051250027 2A220190205140M7-GA
= March Networks  Edgefie HD EdgelettD_7_B5 Yes 10.31.7.85 255.255.255.0 103171 10312120 1051250122 2.5.5.20150006143056-RagingI&5
- March Metworks  ME4 Box Camara Mi4_DBex_Camera Yes 10.31.7.98 255.255.255.0 103171 10312120 10320170810
m March Networks MEA IR MicDiome 2.8mm MEA_IR_MicDome_2.8mm es 1031781 2SESSISS0 103171 10312120 1,005, 200590410
- March Networks  ME4 Outdoor TR Bullet 9-22mm  ME4_Outdoor IR Bullet_5-22mm Yes 10.31.7.75 2552552550 1031.7.1 10.31.2.120 1.0.5.20080009
- March Metworks - ME4 Outdoor [R Dome 2.7-12mm  ME4_Outdedr_IR_Dome_2.7-12mm Yes 10.31.7.159  255.255.255.0 10.3L7.1 10312120 LL6.20161114
m March Networks  MES Outdoor IR Dome 2.7-12mm  ME4_Outdoos_IR_Dome_2.7-12mm_129_000_Sudio 10317129 I58.295.255.0 103171 10312120 1.0.8.20090509

N VRIBOOCSMOE 228
Sy

Device Information
Type:

Frmwann Veraon:

MALC Addreezs

Sewial Mumber:

Statian 10:

Notes:
» The Discovery Browser periodically refreshes the search results.

e To manually refresh the search result and update the Operation Status column,
click the Rescan Network [§] button.

 The Discovery Browser may not be able to retrieve all of the information from
third-party and Onvif devices.
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Accessing the Discovery Browser

2 If more than one network card is installed in your system (for example a laptop with
both Ethernet and wireless connections) and you need to perform a search on the
secondary card, select the card from the Network list.

The Discovery Browser automatically performs a new network scan.

3 If the Discovery Browser detects that one or more edge devices have been connected
for the first time to the network without changing the default credentials for the
admin user profile, the Change Device Password dialog box appears.

Notes:

(4

Type T Brand = T Model ame T | Operation Status ¥ | OHCP T IPAddress T Metmask 7 Gateway T
=3 4 Record 317,77 255.255.2550 103171 10312122 10312120 27.1138
March Networks Command Recording Server WIN-QUEAKSSDG12 Yes 10317021 2552552550 1091701 1031212 W0IZ10  27.138
March Networks  Command Recording Server ROMMCIATTIZD Yes 1031767 2552552550 103171 1031212 10312120 27002
March Networks  Command Recording Server T2_Packs No 1031779 255.255.255.0 0.0.0.0 211047
March Networks  Command Recording Server wburity Yo 1031.7.158 255.255.255.0 10.31.7.1 10312122 10.31.2.120 2.11.0.58
March Networks  Edge 4 Edged_Crivell 5.255.255.0 1031.7.1 146201409241 15200

The devices with the default credentials are displayed with the ™5 icon in the
Type column.

The feature is currently supported by ME4, SE4, SE2, ME3, and ME®6 Series IP
cameras upgraded tot he latest available firmware. Also MegaPX ATM cameras,
Edge 8e HD encoders, Edge 16e encoders, and 6700 Series recorders upgraded to
the latest available firmware support this feature.

D
X 03 Devirsfomd on Ethernet (18317111 40

sword
March Networks  Edge 4 edged_avergani 5.255.255.0 1031.7.1 1.4.5.20140924115200
Some cameras require a password change before accessing

March Networks  1/0 Extension Board 10Packy themn. Plaase create 3 new passwoed, or dick Cancel to 5.255.255.0 1031.7.1 103

March Networks  ME4 Outdoor IR Dome 2.7-12mm  MIE4_Outdoor_IR_Come S . 5.255.255.0 1031.7.1 10312120 L1.6.20181114

March Networks  ME4 Outdoor IR Dome 2.7-12mm  ME4_Outdosr_IR_Dome 5.255.255.0 1031.7.1 10.31.2.120 1.0.8.20191031

March Networks  MES IR Dura Bullet 3.6-11mm MNMEGES19AS2E 7 173 5.255.255.0 1031.7.1 10.31.2.120 1.1.0.20200326

March Networks  MES Outdoor IR Dome 3.6-11mm  MNMEGES19FCDS Mew Pasword 5.255.255.0 1031.7.1 10.31.2.120 1.1.0.20200326

March Networks  MES Outdoor IR, Domve 3.6-11mm  MNMEGES1OFCRS_155 [EEeEEmgmeeeee] 5.255.255.0 103171 10312120 1.1.0.20200226

HMNHEGB9197CHE_159
Entur the new password and dick Ok

NENEBENEENTEENNICY TN RN

March Networks  MegaPX 1080p VE1080P_42Criv 5.255.255.0 10.31.7.1 1.10.0.201305231 75046
March Networks Megai™X 360 Indoor Dome VECAM3G00ESCET 5.295.255.0 10.31.7.1 1.10.9. 201610190521 33-GA
March Networks Megait SMP Camara VSHOXSMOEZSTS 5.255.255.0 10.31.7.1 110011201 7072614531 3-GA
March Networks  Megal SMP Camera VRRUXIMOELZZIF 5.255.255.0 1031.7.1 LI01L.20170726145312-0A
March Networks  Megal SMP Camera VEBOXIMOELZZFL Unknewn  10.31.7.30 2155.155.255.0 1031.7.1 LI01L.20170726145312-0A
March Networks  MegaPx 7200 0 VSOT200089EC2 Unknown  10.31.7.65 255.255.255.0 1031.7.1 L10.9.20161019092133-GA
March Networks  MegaPl ATM Camera ATMartin Yes 10.31.7.80 255.255.255.0 1031.7.1 10312120 10312122  2.5.0.20200210110550-GA
March Networks  MegaPX ATM Camera ATMCameraMao No 1031.7.34 255.255.255.0 1031.7.1 10312120  1051.250.122 2.4.3.20190319110013-MTA2
March Networks  MegaPX ATM Camera ATMCamera_AG Yes 1031.7.188  255.255.255.0 1031.7.1 10312120 10312122 2.5.0.20200210110550-GA
March Networks  MegaPX Indoor Anahtics Dome  MegaPXIndoor&na Unknown  10.31.7.89 255.255.255.0 1031.7.1 10.51.250.122 2.3.4.20170726164355-GA
March Networks  MegaPX Indoor Anahytics Dome  MegaPXIndoorAna Unknown  10.31.7.88 255.255.255.0 1031.7.1 10.51.250.122 2.3.3.20160714110944-GA

4 Do one of the following:

To apply the same password to every device, enter the password in the New
Password and Confirm Password fields, select the Apply to all check box, and
then click Ok.

The password is applied to every device with the default credentials.

To apply different passwords, enter the password for the first device in the New
Password and Confirm Password fields, clear the Apply to all check box, and then
click Ok.

The Change Device Password dialog box for the second device in the list appears.
Repeat the procedure for each camera with the default credentials.

To change the default password later or directly from the device’s setup interface,
click Cancel.
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Accessing the Discovery Browser

5 Click the Save All [§] button on the main toolbar to apply the new changes for the
devices, or click the Revert All Changes button on the provisioning panel to cancel
the operation for the selected devices.

To access the Discovery Browser for 8000/9000 Series and RideSafe recorders
1 Launch the Administrator Console by double-clicking the shortcut on the desktop.

el

The main page appears.

iy N S

2 Click the Task Type button and ensure that the Device Installation task type is
selected.

'I/i Task Type v! kt
@ Device Installation
Device Configuration
Device Management
Device Update
Health Monitoring

Alarm Management

3 Click a compatible recorder in the Device Selector panel.
4  Click the Cameras button.
The Cameras page appears.

Discovery Browser User Guide 11



Accessing the Discovery Browser

5 Click the Discover Devices button.

_Cltc Cameras - Camera 1
3 Details ] g Network ) ICENSES ]

| Camera List | Camera Grid (] Discover Devices... D

The Discovery Browser main page appears and automatically performs a search on
the NVR’s 0/1 Camera card.

v‘ o

Lalabel (10.31.

{o]
7.169) 4 charrets avaiable

40504115200
- 28026104241 -SLagE
' s
-

[ W March Natworks HDOC Meduia HEDoC-Modula_1T2 Vs 10317162 IS5355.2550 103170  I0IL2I0  I051350.132 25.0.201R0416184p48-Stage
e B March Nebworks | HDUC Medule HOC-Modhe Yes 1031.7.118 2552552550 100071 1001L120  10.51250.132 15.0.20100416184848-Sagi
L W March Hetmorks | HDOC Moduie MOOC-Mode_R0 s 1. M5X5.2960 I0ILTI 103110 10513011 15.0201MU2NI616I-Sagr
nia B March etworks | 10 Extension Boed 10wk Urknown  10.91.7.149  IS5.M8.2480 103171 103

B e e March Necworks ME4 B3 MicDome 2.8mm ME4_IR_MicDome_2.émm_7_B1_Aky_G Yos 0378 2S5ES52S50 03171 16312920 10420070209
Mo W March Networks ME4 Outdoor TR Dome 2.7-E3mm ME4_Ouidoor_JR_Dome_2.7-1mm os 03176 IS5I5IS0 WALTL 1031210 1.0.4,20070209
No N March Necworks | MagaPY 10800 VS1DBOPORE LMy Unknower | 10.31,7.130 3553552550 10.31.7.1 1.10.3.201310011 23340

B . March Networks | MegaPY 10800 VELUBCPUSOAMVE Urknown 10105 2552352550 0.000 1304201 90418151500
o . March Networks | MegaPX. 10800 VELOBIPHICIY ¢ Unknownr 1091098 JS8.095.2650 103101 110.4.20140416151500
Yes . March Metworks MIGIP 10800 VEL0BPTIRIZ Unknown 1031034 552552950 100100 LI04. L6151

W FdgelEetastAHD

Do Information 2 Rexorder Configuration
Typa: Enender
March Networks
Edgeite - Edgultetestn
" ideo Charnad 1

e 6 smstAD
o= = Video Channd 2

e idse Channal 1

= Video Charnel 4
= idkn Charned 5
= Vidio Charnd 6
wn Vicoa Channal 7

Notes:
« The Discovery Browser periodically refreshes the search results.

 To manually refresh the search result and update the Operation Status column,
click the Rescan Network [g] button.

* The first column reports if a camera or the channels of an encoder have been
already added to the NVR.

Added ¥ |Type ¥ |Brand ¥ | Model ¥ | Name v
1/4 - March Metworks Edge 4 vs_edged_mvDs

1/4 = March Metworks Edge 4 Edged_mv5

0/4 1 March MNetworks Edge 4 E Edgede

0/4 - March Metworks Edge 4 E Edgede

No ey March Networks MegaPX ATM Camera ATMCamera

No o March Metworks  CamPX CamPXTest2a

Yes ey March Networks CamPX NVRCAMPXLuigi6

« Over the main toolbar it is possible to read the NVR’s name, its IP Address, and the
number of available channels.

Lalabel (10.3 i 152) 27 channels available

(=0 s 0/0 Network (MAC Address 00:10:BE:0C:68:BB) -
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Accessing the Discovery Browser

« The Discovery Browser may not be able to retrieve all of the information from
third-party and Onvif devices.

6 If you need to perform a search on the NVR’s 0/0 Network card, select the card from
the Network list.

The Discovery Browser automatically performs a new network scan.

7 If the Discovery Browser detects that one or more edge devices have been connected
for the first time to the network without changing the default credentials for the
admin user profile, the Change Device Password dialog box appears.

Notes:

* The devices with the default credentials are displayed with the ™4 icon in the
Type column.

 The feature is currently supported by ME4, SE4, SE2, ME3, and MEG6 Series IP
cameras upgraded tot he latest available firmware. Also MegaPX ATM cameras,
Edge 8e HD encoders, Edge 16e encoders, and 6700 Series recorders upgraded to
the latest available firmware support this feature.

Type T Band ¥ Modd ¥ | Hame ¥ OpestionStabes ¥ DHCP T IPAddress T Metmaek T Gateway T DNS T DNS2 ¥ Version

#%  March Networks  Command Recording Server WIN-QUBAKSI0G1 2 i 1031.7.77 2582582550 103170 10312322 10312220 271138
March Networks Command Recording Server WIN-QURAKSODG1 2 Ves 1031.7.121 2552552550 103170 1031213 10312130 270038
March Networks  Command Recording Server ROMMCIATTLID Yes 10.31.7.67 2155.255.255.0 1031.7.1 1031212 W3LL10 L7042
March Networks Command Recording Server TC_Packs No 1031779 255.255.255.0 0.0.0.0 .11.047
March Networks  Command Recording Server ubunty Yes 1031.7.158  255.255.255.0 1031.7.1 10312122 10312120 11058

March Networks Edge 4 Edges_Crivell 1 5.265.265.0 10.31.7.1 1.4.6.20140524115200

March Networks Edge 4 edged_avergani 5.255.255.0 10.31.7.1 1.4.6.20140524115200
Soim: Camers requine 3 password change before accessing

March Networks 10 Extenséon Board 10Packe themn. Phese create 2 new possword, or dick Cancel to 5.255.295.0 1031.7.1 103

L2 5.255.255.0 103171 10312120 1.1.6.20181114

5.255.255.0 103171 10312120 1.0.8201910231

Change Device Password x

March Networks  ME4 Outdoor IR Dome 2.7-12mm  ME4_Outdoor_IR_Dome,
HMNMEGED 1 9FCRE_159

Enter the new password and dick Ok

March Networks  ME4 Outdoor IR Dome 2.7-12mm  ME4_Outdoor_IR_Dame|

March Networks MES IR Dura Bullet 3.6-11mm  MNMESSS19AS2E_T_17. 5.255.255.0 103171 10312120 1.1.0.20200326

NENENEEEETNNET T NN

March Networks  MES Outdoor IR Dome 3.6-11mm  MNMEGES19FCES Mew Fassword _ 5.255.255.0 10.31.7.1 10.31.2.120 1.1.0.20200326
March Networks MES Outdoor 1R Dome 2.6-11mm Mimcepsorces 150 IRGUTRYSSeUN  [sossosso 103171 10312020 1.1.0.20200326
March Networks MegaP 10809 V510808_42C 5.295.255.0 1031.7.1 110.0.20130523175046
March Networks MegaPX 360 Indoor Dome VSCAMIG0CESCET 5.295.255.0 1031.7.1 L10.9.20161019092133-GA
March Networks MegaPX SMP Camera VEBONEMOE2S7S 5285.285.0 103071 110.11.20170726145312-GA
March Networks MegaPX SMP Camera VEBONEMOER2IF 5.295.255.0 103071 110.11.20170726145312-GA
March Networks MegaPX SMP Camera VSBOXSMOE2ZF2 Unknown 10317.30  255.255.255.0 10317.1 110.11.20170726145312-GA
March Networks MegaPX 7200 D VEDT20P0856C2 Unknown 1031766 255.255.255.0 103171 1.10.0.20161019092133-GA
March Networks. MegaP ATM Camesa ATMartin i 1031780 2552552550 103171 10312020 10312122 2.5.0.20200210110550-GA
March Networks MegaP ATM Camesa ATMCameraMao No 1031734 2552552550 103170 10312120 1051250122 2.4.3.20190319110013-MTA2
4 March Networks  MesaPX ATM Camira ATMCamera AG Yis 10.31.7.188 255.255.255.0 1031.7.1 10.31.2.120 10312122 2.5.0.20200210110550-GA

8 Do one of the following:

« To apply the same password to every device, enter the password in the New
Password and Confirm Password fields, select the Apply to all check box, and
then click Ok.

The password is applied to every device with the default credentials.

 To apply different passwords, enter the password for the first device in the New
Password and Confirm Password fields, clear the Apply to all check box, and then
click Ok.

The Change Device Password dialog box for the second device in the list appears.
Repeat the procedure for each camera with the default credentials.

« To change the default password later (see “Changing The Default Credentials for
the Admin User” on page 19) or directly from the device’s setup interface, click
Cancel.

9 Click the Save All [§] button on the main toolbar to apply the new changes for the
devices, or click the Revert All Changes button on the provisioning panel to cancel
the operation for the selected devices.
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Chapter 3

Provisioning and Upgrading Devices

This chapter explains how to provision and upgrade single or multiple devices, and add
them to 8000/9000 Series and RideSafe recorders.

This chapter contains the following topics:
*  “Sorting and Filtering Search Results” on page 15

+  “Adding Cameras and Encoders to 8000/9000 Series and RideSafe Recorders” on
page 17

“Changing The Default Credentials for the Admin User” on page 19
*  “Provisioning Devices” on page 20

*  “Provisioning Onvif-Compliant Devices” on page 23

“Upgrading the Firmware” on page 27
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Sorting and Filtering Search Results

Sorting and Filtering Search Results

You can sort and filter the edge devices discovered on the network by text or by column.
See the following sections for more details:

* “Filtering by Text” on page 15
e “Sorting in Columns” on page 15
*  “Filtering in Columns” on page 16

Filtering by Text

You can filter the devices for a text string and the filter is applied to all columns in the list.
When the text box field is empty, there is no active search and all resources appear. As

you enter letters, characters, or numbers in the text box, the list automatically refreshes
with the selected criteria.

To filter by text
1 On the main toolbar, enter the filter criteria in the text box.

I edge x I

The list refreshes to display only those edge devices that correspond to the filter

criteria.
Type ¥ |Brand - T
-, March Networks Edge 4 vs_adged mvi6
M8 March Networks Edge 4 Edged_mv5
[ March Networks Edge 4 edged_avergani
BB March Networks Edge 4 E Edgede
M8 March Networks Edge 4 E Edgede

2 To remove the filter, click the ¥ button in the text box.
Note: To remove all existing filters, click the Clear all filters button on the toolbar.

Sorting in Columns

You can alphabetically or numerically sort a column list (depending on the content of the
list).

To sort in a column

1 Click on a column header to show the Sort icon and automatically sort the
elements in the column list in ascending alphabetical or numerical order.

2 Click the Sort icon to automatically sort the elements in the column list in descending
alphabetical or numerical order.

3 Click the Sort icon again to hide the icon and reset the column to the original
unsorted status.

Note: You can also sort multiple columns by keeping the SHIFT key pressed and
selecting the columns.
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Sorting and Filtering Search Results

Filtering in Columns

You can filter data in multiple column lists to show only specified list values.

To filter in a column

1

Select a column header and click the Filter jdl icon.

Model :h Name } L
V5 NVR 6716 6700
V5 NVR 6732 6700

MegaPX Indoor Analytics Dome analitica-desk-
MegaPX Indoor Analytics Dome AnalyticCameraT
MegaPX ATM Camera ATMCamera
MegaPX ATM Camera ATMCameraTEST

The Filter dialog box appears. The filtering options depend upon the content of the

column; for example, some columns do not offer the drop-down list for the text filter.

W Select All x

[empty] M

CamPX

CamPX H

CamPX MicroDome

Edge 1 micro

Edge 4

Edge4E

Edgel6e

1/0 Extension Board

ME4 Box Camera

MegaPX 1080p .
Show rows with value that
1s equal to -

Filter Clear Filter

2 Do any of the following:
» To filter using the check boxes, select one or more check boxes or click Select all

to select all column elements, and then click Filter.

Note: If the number of different entries in a column is too large, the check boxes

do not appear.

« To configure a text filter, click the Show rows with value that drop-down list, select

a filter expression, enter a filter criteria in the text box, and then click Filter.

The column list displays only those devices that match the specified filter criteria.

Notes:
-You can filter data in multiple column lists at the same time.

-To remove all existing filters from a selected list column, open the Filter dialog
box and click Clear Filter.

-To remove all existing filters, click the Clear all filters L8l button on the toolbar.

Discovery Browser User Guide
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Adding Cameras and Encoders to 8000/9000 Series and RideSafe Recorders

Adding Cameras and Encoders to 8000/9000
Series and RideSafe Recorders

The Discovery Browser integrated into Administrator Console allows you to directly add
cameras and encoder channels to 8000/9000 Series and RideSafe recorders.

Notes:

» This section is applicable only to the Discovery Browser for 8000/9000 Series and
RideSafe recorders.

 This section is not applicable for X-Series Hybrid Recorders.

* The devices are added to the NVR regardless of their credentials. If the entered
credentials are wrong the NVR is not able to connect to the device.

To add cameras and encoders

1 Select the devices you want to add to the NVR in the filtered device list. You can
select a single device or you can select multiple edge devices by keeping the CTRL or
SHIFT keys pressed.

Note: You can check the number of available IP channels over the main toolbar.

Lalabel (10.3 i 152) 27 channels available

W=l 00 Network (MAC Address 00:T0TBEOC.68:

2 Select your configuration, according to the number and type of devices selected:

* If you select a single camera, select the Add Device check box on the provisioning
panel, and then click the Save All [§] button on the main toolbar.

Recorder Configuration
Add Device: L

3

* If you select an encoder or multiple devices, select the check boxes corresponding
to cameras and channels you want to add to the NVR on the provisioning panel,
and then click the Save All [§] button on the main toolbar.

Recorder Configuration
Select which channels to add: 27 channels available - 3 selected

B | Device T
= CamPXMicroDome5

med ME4_Box_Camera
4 g Edgede

=i Video Channel 1

= Video Channel 2
=i Video Channel 3
=i Video Channel 4
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Adding Cameras and Encoders to 8000/9000 Series and RideSafe Recorders

3  Select your configuration, according to the number and type of devices selected:

* If you select a single camera, the following Device Authentication dialog box
appears.

i Device Authentication Required

Authentication is required to send parameters to:
VS1080PMO30405
Insert credentials and press send.

Use device default credentials

Usemame

Do the following:

a Enter the device’s credentials in the Username and Password fields.
Note: To use the device’s default credentials, select the Use device default
credentials check box.

b Click Send.
You can check the status of the operation from the Operation Status column.
Note: The Discovery Browser periodically updates the Operation Status column.

If the operation fails for a device, check if the device is online, the network
connectivity status, the device’s credentials, and then retry the operation.

c To stop the operation (if possible), click the Cancel Operation ﬂ button on the
device row. Once stopped, click the Save All E button on the main toolbar to
resume the operation, or click the Revert All Changes button on the
provisioning panel to cancel the operation.

* If you select multiple cameras, the following Device Authentication dialog box
appears.

i Device Authentication Required

Authentication is required to send parameters to:
Martin106
Insert aredentials and press send.

Use device default credentials

Usemame

Apply to all

Send  Cancel

Do the following:
a Enter the credentials for all of the selected devices.

b If the cameras share the same credentials, select the Apply to all check box to
enter the credentials a single time.

c Click Send.
You can check the status of the operation from the Operation Status column.
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Changing The Default Credentials for the Admin User

Note: The Discovery Browser periodically updates the Operation Status column.
If the operation fails for a device, check if the device is online, the network
connectivity status, the device’s credentials, and then retry the operation.

d To stop the operation (if possible), click the Cancel Operation ﬂ button on the
device row. Once stopped, click the Save All E button on the main toolbar to
resume the operation, or click the Revert All Changes button on the
provisioning panel to cancel the operation.

Changing The Default Credentials for the Admin
User

The Discovery Browser allows you to change the default credentials for the admin user
profile for devices that have been connected for the first time to the network. This is
useful to change the password for multiple devices in a short time without connecting to
the setup interface of each device.

Notes:

The feature is currently supported by ME4, SE4, SE2, ME3, and ME6 Series IP cameras
upgraded tot he latest available firmware. Also MegaPX ATM cameras, Edge 8e HD
encoders, Edge 16e encoders, and 6700 Series recorders upgraded to the latest
available firmware support this feature.

The Discovery Browser does not allow changing the password if different from the
default one.

To change the default credentials for the admin user
1 Sort the devices by Type.

The devices with the default credentials are displayed with the ™4 icon in the Type
column.

Select one or more devices with the default credentials in the filtered device list. You
can select a single device or you can select multiple devices by keeping the CTRL or
SHIFT keys pressed.

The provisioning panel appears on the bottom of the Discovery Browser.
med MNMEGB919AS2ZE 7 172
‘\ S l" Onvif

Device Information Network Setup
Type: Camera DHCP:

Brand: March Networks IP Address:

Model: MES IR Dura Bullet 3.6-11mm Netmask:

Name: MNMEGBO19AS2E_ 7 172 Gateway:

Firmware Version: 1.1.0.20200326 DNS:

MAC Address: 00:d0:89:19:35:2e
Serial Number: 00:d0:89:19:35:2e

Station ID: Not applicable
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Provisioning Devices

3 Click the button.

The Change Device Password dialog box appears.

i Change Device Password x

Some cameras require a password change before accessing
them. Please create a new password, or dick Cancel to
abort.

MNMEGE919FCB6_159
Enter the new password and dick Ok

New Password
Confirm Password

Apply to all

Ok Cancel

Do one of the following:

« To apply the same password to every device, enter the password in the New
Password and Confirm Password fields, select the Apply to all check box, and
then click OKk.

The password is applied to every device with the default credentials.

 To apply different passwords, enter the password for the first device in the New
Password and Confirm Password fields, clear the Apply to all check box, and then
click Ok.
The Change Device Password dialog box for the second device in the list appears.
Repeat the procedure for each camera with the default credentials.

Click the Save All [§] button on the main toolbar to apply the new changes for the
devices, or click the Revert All Changes button on the provisioning panel to cancel
the operation for the selected devices.

Provisioning Devices

The Discovery Browser allows you to configure 6700 Series Hybrid NVRs, cameras and
encoders to use the DHCP service to automatically obtain a valid IP address, or to use
static IP addresses by manually entering the network parameters. You can provision a
single device, or provision multiple devices at the same time.

Notes:

In the Discovery Browser for 8000/9000 Series and RideSafe recorders, you can
provision devices only before adding them to the NVR.

Some devices (including X-Series Hybrid Recorders) do not allow the Discovery
Browser to configure the DHCP service to automatically obtain an IP address. If DHCP
is not allowed the DHCP check box is not selectable. To configure the DHCP service
for those devices, access their configuration interface.

Some devices do not allow the Discovery Browser to configure the DNS addresses. To
configure the DNS servers for those devices, access their configuration interface.

The Configure button is available only on the Edge Device standalone version when
a single device is selected.
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Provisioning Devices

You can provision and upgrade multiple devices at the same time. For more
information about upgrading devices, see “Upgrading the Firmware” on page 27.

To provision devices

1

Select the devices you want to provision in the filtered device list. You can select a
single device or you can select multiple devices by keeping the CTRL or SHIFT keys
pressed.

Tip: Click the Select All button on the main toolbar to select all of the filtered
search results. Click the Deselect All E button on the main toolbar to cancel the
selection.

The provisioning panel appears on the bottom of the Discovery Browser.

m¢ ME4_IR_MicDome 2.8mm_7_81_Alby G
X @ i

Device Information Network Setup
Type: Camera DHCP: |

Brand: March Networks IP Address: 10.31.7.81
Model: ME4 IR MicDome 2.8mm Netmask: 255.255.255.0

Name: ME4_IR_MicDome_2.8mm_7_81_Alby G Gateway: 10.31.7.1
Firmware Version: 1.0.5.20180309 DNS: 10.31.2.120

MAC Address:
Serial Number: 00:10:be:0e:26:44

Station ID: Not applicable

Click the Blink button to make the status LEDs on the devices flash, if available.
This is useful to visually identify a device.

(Optional) Either click the Configure button or double-click the device in the list to
access the configuration interface for the edge device.

The configuration interface is opened in a Microsoft Internet Explorer tab.

Note: The button is available only on the Edge Device standalone version when a
single device is selected.

Enter a descriptive name for the device in the Name field.

Note: It is possible to enter the name of a single device.

Select your configuration:

« “To configure the devices to use DHCP” on page 21

« “To configure the devices to use a static IP address” on page 22

To configure the devices to use DHCP

1

Select the DHCP check box.

Network Setup
DHCP: 4
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Note: Some devices do not allow configuring the DHCP service to automatically
obtain an IP address. If DHCP is not allowed the DHCP check box is not selectable.

The check box and the DHCP column for the device changes to the Unsaved
Configuration Change (orange color) state.

Brand ~ ¥ |Model B ¥ | Operation Status ¥ | DHCP T
my March Networks ME4 Box Camera ME4_Box_Camera Yes
ey March Networks ME4 IR Bullet 9-22mm ME4_IR_Bullet_2-22mm
ey March Networks ME4 MicDome 2.8mm ME4_MicDome_2.8mm Yes

2 Click the Save All E button on the main toolbar to save and apply changes.

The devices are set to DHCP mode. You can check the status of the operation from
the Operation Status column.

Note: The Discovery Browser periodically updates the Operation Status column. To
refresh the Operation Status column, click the Rescan Network [&] button. If the
operation fails for a device, check if the device is online, the network connectivity
status, the device’s credentials, and then retry the operation.

3 To stop the operation (if possible), click the Cancel Operation u button on the
device row. Once stopped, you can edit fields. Click the Save All [§] button on the
main toolbar to apply the new changes for the devices, or click the Revert All Changes
button on the provisioning panel to cancel the operation for the selected devices.

4 Click the Rescan Network [g]button on the main toolbar.
The new IP address appears in the IP Address column.

To configure the devices to use a static IP address
1 Ensure the DHCP check box is clear.

Network Setup
DHCP: | |

IP Address: 10.31.7.143

Netmask: 255.255.255.0
Gateway: 10.31.7.1

DNS: 10.51.250.122

2 If you selected a single device, enter a static IP address in the IP Address field.

If you selected multiple devices, enter the first static IP address in a range. The
provisioning panel automatically updates to show the range of static IP addresses.

IP Address: S - 1031.7.100

Note: The Discovery Browser notifies you if a static IP address is already in use by
another discovered device by changing the IP address field color to red, and by
highlighting the conflicting devices in the list.

3  Enter the subnet mask in the Netmask field.
4 Enter the IP address of the network gateway in the Gateway field.
5 Enter the IP addresses of the primary and secondary DNS servers in the DNS fields.



Note: The secondary DNS address field is available only for the devices that support
this configuration.

The edited fields and the related columns in the device list change to the Unsaved
Configuration Change (orange color) state.

Tip: To discard one or more changes, select a device with pending changes, and then
click the Revert All Changes button on the provisioning panel.

Click the Save All E button on the main toolbar to save and apply changes.
You can check the status of the operation from the Operation Status column.
Notes:

* Incase of unsolved configuration errors the Discovery Browser (one or more fields
highlighted in red) does not save and apply changes.

» The Discovery Browser periodically updates the Operation Status column. To
refresh the Operationn Status column, click the Rescan Network button.

* If the operation fails for a device, check if the device is online, the network
connectivity status, the device’s credentials, and then retry the operation.

To stop the operation (if possible), click the Cancel Operation n button on the
device row. Once stopped, you can edit fields. Click the Save All [§] button on the
main toolbar to apply the new changes for the devices, or click the Revert All Changes
button on the provisioning panel to cancel the operation for the selected devices.

Provisioning Onvif-Compliant Devices

The Discovery Browser allows you to access the Onvif Device Configurator, a simple and
intuitive application that allows you to create and customize Onvif profiles on Onvif-
compliant cameras in your network.

This section contains the following topics:

“To access the Onvif Device Configurator” on page 23
“To create a new Onvif profile” on page 24

“To customize an Onvif profile” on page 25

“To delete an Onvif profile” on page 26

To access the Onvif Device Configurator
1 Select an Onvif-compliant camera in the device list.

The provisioning panel appears on the bottom of the Discovery Browser.



Provisioning Onvif-Compliant Devices

2 Click the Onvif button.
s @

E Bosch

A Onvif

Device Informaticn Network Setup

Type: Not avallable DHCP:
Brand: Onvif2.4 1P Address:
Model: Camera Netmask:
Firmware Version:  Not avallable DNS:

MAC Address: Onvif_Bosch_103

Serial Number: Onvif_Bosch_103

Station ID: Not applicable

The Device Authentication dialog box appears.

i Device Authentication Required
Authentication is required to send parameters to:
ATMCamera

Insert credentials and press send.
Use device default credentials

Password

3  Enter the device’s credentials in the Username and Password fields.

Note: To use the device’s default credentials, check the Use device default
credentials check box.

The Onvif Device Configurator appears.

Note: If the Onvif Device Configurator cannot connect to the Onvif cameras or
download information about the configured Onvif profiles, it automatically switches
to the Log tab, displaying information about the connection errors.

To create a new Onvif profile
1 In the Onvif Device Configurator, click the F® button.

The Create Profile dialog box appears.

*\. Create Profile

Profile Name

Apply to:
¥ | Device Name T
Onvif Camera 1

Onvif Camera 2

Onvif Camera 3

Onvif Camera 4

2 (Optional) Enter a custom name for the new profile in the Profile Name text box.
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Provisioning Onvif-Compliant Devices

Select the check box corresponding to the Onvif camera where you want to create
the new profile.
*\ Create Profile

Profile Name

Apply to:

¥ | Device Name ¥
@} Onvif Camera 1

Onvif Camera 2
Onvif Camera 3
Onvif Camera 4

4  Click Ok to create the new Onvif profile.
The profile appears in the Onvif Device Configurator.

To customize an Onvif profile

1 In the Onvif Device Configurator, select an Onvif profile.
The profile configurations appear in the Settings panel.
A. Omif Profile 3

Configuration

Compression
Resolution

Frame Rate Limit (fps) Encoding Interval Frame Rate

Max Bitrate (Kbys) GOV Length

2 Select an available encoding profile from the Configuration list.

Configuration

Nothing Selected

Nothing Selected
VIDEOENCODER_1_CH1
VIDEOENCODER_2_CH1

3 Select the Audio check box to enable the camera’s audio channel.
4  Select the PTZ check box to enable the PTZ functionality for the camera.
5 Select a compression codec from the Compression list.

Compression

H.264
H.264
MPEG-4
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10

11

12

13

Select the video resolution from the Resolution list.

Enter or select the video frame rate in the Frame Rate Limit text box.

Frame Rate Limit {fps)

For H.264 compressions, select the highest bit rate allowed from the Max Bitrate list.

Max Bitrate (Kb/s)

Move the Quality slider to configure the image quality.

Quality
[ ]

0 25 50 75 100

Enter or select the encoding interval range in the Encoding Interval text box. The
encoding interval corresponds to the number of frames divided by the encoded
frames. An encoding interval value of “1” means that every frame is encoded.

Encoding Interval

Enter or select the I-frames interval in the Gov Length text box.

This option configures the interval in which the key frames (/-Frames) are coded. A
value of 1 indicates that key frames are continuously generated. A value of 2 indicates
that every two frames, one is a key frame, a value of 3 indicates that every three
frames, one is a key frame, etc.

GOV Length

Click the Apply button to save and apply the changes, or click Revert Changes to
cancel the changes.

Click the [X button to close the Onvif Device Configurator.

You can now apply the customized Onvif profile to the Onvif camera. For more
information, see the Administrator Console User Manual and the Command Recording
Server Configuration Guide, available on the March Networks Partner Portal.

To delete an Onvif profile

1
2

In the Onvif Device Configurator, select an Onvif profile.
Click the E button to delete the Onvif profile.

The profile is deleted.

Click the [X button to close the Onvif Device Configurator.



Upgrading the Firmware

Upgrading the Firmware

The Discovery Browser allows you to upgrade the firmware for March Networks cameras,
encoders, and 6700 Series Hybrid NVRs.

Notes:

This section is applicable only for the Edge Device standalone version. The Discovery
Browser for 8000/9000 Series and RideSafe recorders currently does not support
upgrading March Networks devices.

This procedure is not applicable for X-Series Hybrid Recorders.
You can provision and upgrade multiple devices at the same time.

It is allowed to downgrade a firmware, if supported by the device and the firmware
version.

Software upgrades for 6700 Series Hybrid NVRs are supported from version 4.1.2.81
(and higher).

To upgrade the firmware for March Networks devices
1 Download the latest firmware file for the device model you want to upgrade from the

March Networks official website or the Partner Portal.

Note: Do not extract the firmware upgrade file from the archive: the Discovery
Browser uses the same firmware upgrade file (.zip format) as Command Enterprise.

Select the devices you want to upgrade in the filtered device list. You can select a
single device or you can select multiple devices of the same model by keeping the
CTRL or SHIFT keys pressed.

The provisioning panel appears on the bottom of the Discovery Browser.

m ME4_IR MicDome 2.8mm_7 81 Alby G
@t o

Device Information MNetwork Setup
Type: Camera DHCP: |

Brand: March Networks IP Address: 10.31.7.81
Mode: ME4 IR MicDome 2.8mm Netmask:

Name: ME4_IR_MicDome_2.8mm_7_81_Alby_G Gateway: 10.31.7.1
Firmware Version:  1.0.5.20180309 DNS: 10.31.2.120

MAC Address: 00:10:be:0e:26:44

Serial Number: 00:10:be:0e:26:44

Station ID: Not applicable

Click the Select Firmware m button.
The Open dialog box appear.

4 Locate and select the firmware upgrade file.
5 Click Open.
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Upgrading the Firmware

6 Click the Save All m button on the main toolbar to save and apply changes.
The Device Authentication dialog box appears.

i Device Authentication Required

Authentication is required to send parameters to:
ATMCamera

Insert credentials and press send.
Use device default credentials

Password

7 Enter the device’s credentials in the Username and Password fields.

Notes:
« To use the device’s default credentials, check the Use device default credentials
check box.

* If you select multiple devices that share the same credentials, select the Apply to
all check box.
i Device Authentication Required
Authentication is required to send parameters to:

Martin106
Insert aredentials and press send.

Use device default credentials

Password

Apply to all

Send  Cancel

8 Do one of the following:
« If you select a single device, click Send.

« If you select multiple devices with different credentials, enter the credentials for
each of the selected devices and click Send.

The Discovery Browser sends all of the scheduled firmware upgrades at the same
time. You can check the status of the operation from the Operation Status column.

Notes:

« If the firmware upgrade file is for a different device or is from the same firmware
version, an error appears and the operation is processed only for the correct
device and for the device with an upper or lower firmware version.

» The Discovery Browser periodically updates the Operation Status column. To
refresh the Operation Status column, click the Rescan Network button.

« |If the operation fails for a device, check if the device is online, the network
connectivity status, the device’s credentials, the firmware version and
compatibility, and then retry the operation.

9 To stop the operation (if possible), click the Cancel Operation button on the
device row. Once stopped, you can change the firmware upgrade file. Click the Save
All [5] button on the main toolbar to apply the new changes for the devices, or click
the Revert All Changes button on the provisioning panel to cancel the operation for
the selected devices.
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Company Overview

March Networks® helps organizations transform video into business intelligence through
the integration of surveillance video, analytics, and data from business systems and loT
devices. Companies worldwide use our software solutions to improve efficiency and
compliance, reduce losses and risk, enhance customer service and compete more
successfully. With deep roots in video security and networking, March Networks is also
recognized as the leader in scalable, enterprise-class video management and hosted
services. We are proud to work with many of the world’s largest financial institutions,
retail brands, cannabis operators and transit authorities, and deliver our software and
systems through an extensive distribution and partner network in more than 70 countries.
Founded in 2000, March Networks is headquartered in Ottawa, Ontario, Canada. For
more information, please visit www.marchnetworks.com.

Customer Support and Assistance

North America, South America, & Australia

Telephone - 1 613 591 1441

Toll Free (US & Canada) - 1 800 472 0116
Email - techsupport@marchnetworks.com
Europe

Telephone - +39 0362 17935 extension 3
Email - supporteurope@marchnetworks.com
Middle East & Africa

Telephone - +00 971(0)52 818 8483
Email - supportmea@marchnetworks.com
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